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Dear Fellow Stockholders:

Two-thousand seven was a turning point for Applied Digital Solutions, Inc., which now operates
as Digital Angel following the merger of Applied Digital and the former Digital Angel
Corporation. By their very nature; turnaround situations in business imply the need for change.
The management teams and boards of directors recognized this need and on December 28, 2007,
the merger of the two companies was consummated, creating a leading global provider of
electronic and visual solutions for animal identification and global positioning systems (GPS} and
satellite radio communications solutions for emergency identification. The changes taking place
within Digital Angel do not begin and end with the-merger. Multiple other steps have been taken
to strengthen Digital Angel for the future.

The merger etiminated the majority holder overhang, strcamlined our corporate structure and
facilitated the divestiture of non-core assets. In fact, in tate 2007 and early 2008, we sold selected
assets of Perimeter Acquisition Corp. and the operating assets of InfoTech, and classified other
non-core businesses as discontinued operations. We are also focused on improving and
streamlining our financial reporting. In 2007, we reported financial results in five segments,
which clearly isn’t optimal from a transparency standpoint. This ycar, however, 1 am happy to
report that we will only report results for two business segments: animal identification and
emergency identification. Furthermore, our ownership level of VeriChip Corporation has falien to
a minority level, which means VeriChip’'s financial results will be reflected in our quarterly and
annual reports and filings under the equity method of accounting. This is all part of the push to
create a company that can be more easily understood, analyzed and measured by investors.

After joining Digital Angel in January 2008, I brought in other new members of management to
improve the operational characteristics and strengthen Digital Angel for the future, These
executives are recognized as industry leaders and bring not only valuable experience and proven
track records, but also an enthusiasm and fresh perspective to assist in the turnaround of our
company. These new hires include a chicf operating officer, a new president of our animal
identification business, a chief marketing officer and a senior vice president of supply chain.

Although | am intently focused on the future and prefer not to look back to the time when Digital
Angel was a vastly different company, it is important to examine the operations of our core
businesses in 2007 in order to gauge their performance going forward. Our animal identification
business, known to our customers as Destron Fearing, has been a leading manufacturer of animal
identification solutions in the U.S. since 1945. That business delivered good top-line results in
2007, duc primarily to increascd sales of its pet microchips, which technology it pioneered in the
1980s. Destron Fearing is the exclusive provider of pet microchips to Schering-Plough, which
sells the product as part of the HomeAgain™ Proactive Pet Recovery Network. We also provide
visual identification and clectronic, or radio frequency identification (RFID), products for
livestock, equine, fish and wildlife to coincide with food safety, herd management, animat health,
environmental and government initiatives. Qur markets are largely unpenetrated — only 2% of
livestock are tagged with electronic or RFID tags and less than 5% of dogs and cats in the U.S.
have identification microchips. We delivered sales of approximately $44 million in this business
in 2007 and expect that to increase steadily in 2008, Forces driving market demand for our
products include increased awareness of pet microchips and a growing demand for livestock
traceability due to animal illness and food safety concerns.

Within our emergency identification business, our military search and rescue beacons are sold
under the well-established SARBE™ brand name and our commercial beacons are sold under the
McMurdo™ brand name. We experienced strong growth in this segment in 2007, driven




primarily by the acquisition of McMurdo, a leading supplier of maritime emergency location
beacons in Europe, in April of last year. Our revenue in this segment totaled $34 million in 2007
and we arc forecasting double-digit organic growth in 2008. We expect continued demand for our
GPS and satellite communication products due to an upgrade in the Cospas-Sarsat detection
system requiring a switch from analog to digital devices of a different frequency, combined with
an overall increasing awareness of the importance of personal location beacons for boaters, pilots
and adventure enthusiasts. '

Looking to 2008, we expect to complete the divestiture of the remaining five, non-core
businesses: InfoTech USA, Inc. (which has been renamed IFTH Acquisition Corp.); Thermo Life
Energy Corp.; Government Telecommunications, Inc.; Pacific Decision Sciences Corporation,
and Perimeter Acquisition Corp. As we transition from a holding company to an operating
company, we will increase our sales force, continue to expand internationally, consolidate our
corporate overhead, decrease our manufacturing costs, upgrade our information technology
systems, and implement equity-based compensation programs. In that vein, I am proud to report
that I have opted to take my 2008 salary in stock, as has our new chief operating officer and other
members of the management team. We sincerely believe in the future of Digital Angel and are
determined to right the ship and create long-term stockholder value.

This year will be one of transition in which we move from a substantial operating loss toward
operating profitability. With our diversified revenue base, proven technologies, fragmented
competition, streamlined operations and new management team, we are well positioned to deliver
strong growth and improved performance in 2008 and beyond.

To our long-time investors, I wish to thank you for sticking with us, and to our newer tnvestors, |
wish to welcome you to a company in the midst of an important turnaround. I hope you all share

my excitement for our future prospects. I look forward to continued communication and positive
news 1o come.

Sincerely,

Joseph J. Grillo
Chief Executive Officer and President
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PART 1

ITEM 1. BUSINESS

Unless the context otherwise provides, when we refer to the “Company,” “we, " “Digital Angel,” or “us, " we are referring to Applied Digital
Solutions, Inc., doing business as Digital Angel, and its subsidiaries (either wholly- or majority-owned), When we refer to DAC, we are referring to
our now whollv-owned subsidiary, Digital Angel Corporation, which formerly traded on the American Stock Exchange. We acquired the minority
owners’ interests in DAC on December 28, 2007, as more fully discussed below.

Overview

We currently engage in the following principal business activities:
. developing, manufacturing and marketing of visual and electronic identification tags and implantable RFID microchips, primarily
for identification, tracking and location of companion pets, horses, livestock {e.g., cattle and hogs), fish and wildlife worldwide,
and, more recently, for animal bio-sensing applications, such as temperature reading for companion pet and livestock applications,

. developing and marketing global position systems (“GPS”) cnabled products used for location tracking and message monitoring of
pilots, aircraft and maritime vehicles in remote locations;

. developing, marketing and selling Radio Frequency Identification (“RFID") systems used to identify, locate and protect people and -
their assets for use in a variety of healthcare, security and identification applications;

. developing and marketing service relationship management software and services; and
. sclling vibration monitoring systems.

As of December 31, 2007, our continuing business operations consisted of the operations of three wholly-owned subsidiaries, DAC, Pacific Decision
Sciences Corporation (“PDSC”) and Thermo Life Energy Corp. {“Thermo Life™), and one majority-owned subsidiary, VeriChip Corporation

(" VeriChip”) (NASDAQ: CHIP). On February 14, 2007, VeriChip completed an initial public offering of its common stock. In connection with its
initial public offering, VeriChip sold 3,100,000 shares of its common stock. As of December 31, 2007, we owned approximately 52.8% of
VeriChip’s outstanding common stock. As of March 12, 2008, we owned 49.3%, or less than 50% of VeriChip’s outstanding common stock.

Discontinued Operations

During the three-months ended June 30, 2007, we made a decision to sell our then majority-owned subsidiary, InfoTech USA, Inc. (“InfoTech™), and
during the three-months ended September 30, 2007, we made a decision to seli our wholly-owned subsidiaries, Computer Equity Corporation
{(“Computer Equity”) and Perimeter Acguisition Corp. (“Perimeter”). In addition, on July 2, 2007, DAC sold its subsidiary, OuterLink Corporation
(“OuterLink™). As a result, InfoTech, Computer Equity, Perimeter and OuterLink are now classified as discontinued operations for all periods
presented in this Annual Report. As of December 31, 2007 and March 12, 2008, we owncd approximatcly 50.9% and 49.9% of InfoTech,
respectively. .

Merger Agreement Among DAC, Digital Angel Acquisition Corp. and Us

On August §, 2007, as amended on December 4, 2007, we and DAC, entered into an Agreemént and Plan of Reorganization, or the Merger
Agrecment, by and among us, DAC and Digital Angel Acquisition Corp., a Delaware corporation and our wholly-owned subsidiary, or the
Acquisition Subsidiary, pursuant to which the. Acquisition Subsidiary was merged with and inte DAC, with DAC surviving and becoming a wholly-
owned subsidiary of ours, which we refer 1o as the DA Merger. Our board of directors and DAC’s board of direetors each unanimously approved the
DA Merger.



At a Special and Annual Mecting of DAC’s stockholders that took place on November 27, 2007, DAC adjoumned its Special and Annual Meeting to
give stockholders additional time to consider the proposal to approve and adopt the DA Merger Agreement. While the votes cast for this proposal,
which included our votes, were overwhelmingly in favor, DAC did not receive the approval of holders of a majority of the outstanding shares of
DAC common stock not held by us and our affiliaics, as required by the DA Merger Agreement.'On December 4, 2007, the DA Merger Agreement .
was amended to provide that the unaffiliated vote required to approve and adopt the DA Merger Agreement is the affirmative vote of a majority of
the votes cast at the Special and Annual Meeting by holders of DAC common stock, other than us and our affiliates, rather than holders of a majority
of the outstanding shares not held by us and our afTiliates. As a result, to complete the DA Merger, the holders of a majority of the outstanding shares
of DAC common stock and the holders of a majorily of the votes cast by holders other than us and our affiliates were required to approve and adopt
the DA Merger Agreement. Since we owned as of the record date 55.6% of the outstanding shares of common stock of DAC, the first vote |
requirement, which meets the legal requirements of the state of Delaware, was met, On December 21, 2007, the holders of a majority of the votes cast’
by holders other than us and our affiliates approved and adopted the DA Merger Agreement, and thus, the second requirement was met,

In addition, at our Special Meeting of Stockholders on November 27, 2007, we adjouned our Special Meeting of Stockholders on the proposal
refating to the increase in our number of shares of capital stock, from 130 million sharcs, of which 125 million shares were common stock, to,
170 million shares, of which 165 million shares werce to be common stock, to cffectuate the DA Merger. While the votes cast were overwhelmingly
in favor of this proposal, an insufficient number of shares were voted to approve this proposal and therefore we adjourned the meeting to solicit |
additional proxies. On December 21, 2007, our stockholders approved the proposal, and we amended our Certificate of Incorporation with the State
of Delaware to reflect the increase in the number of shares of our capital stock, | 1

. . . ' 1
On December 28, 2007, we consummated the DA Merger and cach outstanding share of DAC’s common stock not owned by us was exchanged into
1.4 shares of our common stock, The shares of our common stock issued to DAC stockholders in connection with the DA Merger represented
represent approximately 28% of the outstanding sharcs of our commeon stock immediately following the consummatton of the DA Merger. In
addition, at the effective time, each of DAC’s siock options and warrants cxisting on the effective date were converted into 1.4 options and warrants
lo acquire sharcs of our common stock. .

Segments . ' - .

During 2006 we operated in six business segments: Healthcare, Security and Industrial, Animal Applications, GPS and Radio Communications,
Advanced Technology and InfoTech. Currently, we operate in the following five business segments: Animal Applications, GPS and Radio
Communications, Healthcare, Security and Industrial and Advanced Technology. Certain items in the segment information for the 2006 and 2005 |
periods have been reclassificd to conform to the current period presentation,

Our Internet website address is www.digitalangel.com. The information on our website is not incorporated by reference into this Annual Report on
Form 10-K. We make available free of charge through our website annual reporis on Form 10-K, quarterly. reports on Form 10-Q, current reports on
Form 8-K, Forms 3, 4 and 5 filings, and all amendments to those reports and filings as soon as reasonably practicable after such material is
electronically filed with, or furnished to, the Securitics and Exchange Commission (“SEC”).
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Effective April 20, 2007, we became a Delaware corporation. Previously, we were operated as a Missouri corpor.ation. Currently, our principal
exccutive offices are located at 1690 South Congress Avenue, Suite 201, Delray Beach, Florida 33445, Prior to the DA Merger. our principal
excecutive offices were located at 1690 South Congress Avenue, Suite 200, Delray Beach, Florida 33445,

Recent and Other Events
Security Agreements

On February 29, 2008, VeriChip obtained financing in the form of a $8.0 million secured term note (the “VeriChip Note™), with Valens Offshore
SPV II, Corp. {(the “VeriChip Lender™). The VeriChip Lender is an affiliate of Kallina Corporatien (“Kallina™} and Laurus Master Fund, Ltd.
(*“Laurus™), which are our lenders. In connection with the VeriChip financing, we entered into a Subordination Agreement with the VeriChip Lender,
dated February 29, 2008, under which sccurity provided by VeriChip to us (o secure that certain Third Amendcd and Restated Revolving Line of
Credit Note Working Capital dated as of February 8, 2007, from VeriChip in favor of us (the “Revolving Note™) is subordinated in right of payment
and priority to the payment in full due to the VeriChip Lender by VeriChip. In addition, DAC entered into a letter agreement with VeriChip, dated
February 29, 2008, which provides that, in connection with the Amended and Restated Supply. License, and Development Agreement, dated
December 27, 2005, as amended on May 9, 2007 (the “Supply Agreement™}, between DAC and VeriChip, the VeriChip Lender is entitled to the
benefit of all of the rights of VeriChip under the Supply Agreement including, without limitation, the right to seil any of the Developed Products (as
defined in the Supply Agreement) provided by DAC and the right to require DAC to manufacture the Developed Products and supply such
Developed Products, provided however, that the VeriChip Lender may not exercise any rights under the Supply Agreement unless an event of default
has occurred and is continuing, the VeriChip Lender commenced exercising its tights, and in exercising its rights the VeriChip Lender complies with
the Supply Agreement and all applicable laws. '




VeriChip Lefier Agreement
VeriChip used part of the preceeds of the financing with the VeriChip Lender to prepay $5.3 million of debt owed to us pursuant to the Revolving
Note, In connection with the VeriChip financing, VeriChip entered into a letter agreement with us, dated February 29, 2008, under which VeriChip
agrecd, among other things, (i) to prepay the $5.3 million to us, (ii) to amend the Revolving Note to reduce the grace period from thirty days to five
business days, (iii} to include a cross-default provision under which an event of default under the VeriChip Note, if not cured within the greater of the
applicable cure period or ten days after the occurrence thereof, is an event of default under the Revolving Note and related agreements, and (iv) to
amend that certain lctter agreement between VeriChip and us dated as of December 20, 2007 (the “December 2007 Letter Agreement™), to provide
that VeriChip will have until 5:00 p.m. EST on October 30, 2008 to prepay in full the entire Outstanding Principal Amount (as defined in the
December 2007 Letter Agreement) to us by paying to us $10 million, less the $500,000 paid pursuant to the December 2007 Letter Agreement, less
the $3.3 million paid in connection with this financing, less other principal payments made to reduce the Outstanding Principal Amount between the
date of the December 2007 Letter Agreement and the date of such prepayment, plus any accrued and unpaid interest between October 1, 2007 and the
date of such prepayment. As a result of the $5.3 million payment, VeriChip will not be required to make any further debt service payments to us until
September 1, 2009. VeriChip is also required to register for resale all shares of VeriChip common stock that we own with the Securities and
Exchange Commission and all applicable states within 120 days following the prepayment of Qutstanding Principal Amount. If prepayment of the
Outstanding Principal Amount is not made by October 30, 2008, the letter agreement will expire.

As consideration for providing financing to VeriChip, which in tumn cnabled VeriChip te make the $5.3 million prepayment us, we issued to the
VeriChip Lender 230,000 shares of our cormmon stock, par value $0.01 per share. The value of the shares was based on our stock price on
February 28, 2008 and was approximately $0.2 million which will be recorded as interest expense in the first quarter of 2008,

Amendments to Secured Term Notes

We entered into a letter agreement, dated February 29, 2008, which amends the Secured Term Note, dated August 24, 2006 (the “2006 Note™),
between us and Laurus, under which we agreed to make a prepayment in the amount ot $1,866,376, and as a result, we will not be required to make a
payment under the 2006 Note untii October 1, 2008 at which time we will make a payment to Lavrus of the principal under the 2006 Note of 321,333
and each month thereafter a payment of $273,532 per month. We entered into a similar letter agreement, dated February 29, 2008, which amends the
Sccured Term Note, dated August 31, 2007 (the “2007 Note™), between us and Kallina, under which we agreed to make a prepayment in the amount
of $1,133,624, and as a result, we will not be required to make a payment under the 2007 Note until October 1, 2008, at which time we will make a
payment to Kallina of the principal under the 2007 Note of $11.452 and each month thercafter a payment of $143,134 per month.

Amendment of Warrants and Conditional Consent to Asset Sales

We entered into an Amendment of Warrants and Conditional Consent to Asset Sales, dated February 29, 2008, among us and the Lenders pursuant to
which the Lenders provided a conditional consent to the sale of the capital stock of certain of our wholly-owned subsidiaries, as is required under the
" Securitics Purchase Agreement, dated August 24, 2006, among us and the Lenders and the Sceuritics Purchase Agreement, dated Aungust 31, 2007,
among us and the Lenders. The consent is conditioned on us obtaining the Lenders” approval of the terms of each proposed sale, that the purchase
price be paid in cash, and that no event of default shall have occurred and be continuing under the 2006 Note and the 2007 Note. In addition, ali net
proceeds in excess of $1,500,000 generated from the sale of the capital stock of certain of the our wholly-owned subsidiarics must be paid to the
Lenders. We also agreed to reduce the cxercise price applicable to three warrants previously issued to the Lenders to $0.70 per share. The three
warrants are collectively excrcisable for a total of 4,344,015 shares of our commgn stock. As a result of repricing the warrants, we Wl" record
additional interest expense of approximately $0.5 million in the first quarter of 2008,



Merger with Geissler Technologies Corporation and Appoimtment of Randolph K. Geissler

On January 14, 2008, we entered into an Agreement and Plan of Merger (the “GTC Merger Agreement™) with GT Acquisition Sub, inc., a Minnesota
corporation and our wholly-owned subsidiary, Geissler Technologies Corporation, a Minnesota corporation (“GTC”), Donald R, Brattain, Randall F.
Holscher, Charles J. Holscher and Randoiph K. Geissler, pursuant to which GTC merged with and into GT Acquisition Sub, Inc. with GT
Acquisition Sub, Inc. continuing as our wholly-owned subsidiary (the “GTC Merger”™). Upon the closing of the GTC Merger, we assigned our
ownership of GT Acquisition Sub, Inc. to DAC, a Delaware corporation and our wholly-owned subsidiary. We refer to Brattain & Associates, LLC,
the limited liability company under which Donald R. Brattain held shares of GTC, Randall F. Holscher, Charles J. Holscher and Randolph K.
Geissler collectively as the Holders. GTC did not have any significant asscts or Habilities.

Under the terms of the GTC Merger Agreement. upon the closing of the GTC Merger, we were required to pay $6.0 million and an additional

$0.2 million to the Holders either in cash, in shares of our common stock, or the common stock of VeriChip, that we own, or any combination
thereof. Thus. on January 14, 2008, we issued 10.6 million shares of our common stock valued at an aggregate of $6.2 million to the Holders. In
addition, upon the satisfaction of criteria contained in an earn-out provision of the GTC Merger Agrecment, we are required to pay to the Holders up
to $3.8 million, which at our option may also be paid in cash, in shares of our common stock or VeriChip commeon stock that we own, or any
combination thereof. Any consideration paid to the Holders is made pro rata based on the number of shares of GTC that the Holders owned when the
GTC Merger was completed. We were required to register for resale with the Securities and Exchange Commission the shares of Company common
stock issucd and that may be issued to the Holders. . : :

In connection with the GTC Merger, Kallina Corporation and certain of its affiliates (“Kallina,” and together with its affiliates, the “Lenders™),
required that GT Acquisition Sub, Inc., as the surviving company of the Merger, enter into Joinder Agreements with the Lenders. One of the Joinder
Agreements provided that we pledge the stock of GT Acquisition Sub, Inc. to Kallina and join GT Acquisition Sub, Inc. as a party to the Security
Agreement and IP Security Agreement, each dated August 31, 2007, entered into between DAC, certain of its subsidiaries and Kallina. The other
Joinder Agreement provided that GT Acquisition Sub, Inc. become a guarantor under the Subsidiary Guaranty, dated August 31, 2007, entered into
between us, certain of our subsidiaries and the Lenders and that the Stock Pledge Agreement, dated August 31, 2007, entered into between us, certain
of our subsidiaries and the Lenders be amended to include the stock of GT Acquisition Sub, Inc.

In connection with the GTC Merger, on January 15, 2008, Mr. Geissler became the president of the Animal Applications segment of DAC, also
referred to as our Animal Applications division. On January 15, 2008, DAC cntered into an employment letter agreement with Mr. Geissler, which
has a term of cighteen months and provides for an annual base salary of $275.000. Under the terms of the employment letter agreement, Mr, Geissler
will be eligible for an annualized incentive award opportunity payable up to a maximum of 30% of his annual base salary based on performance
metrics, goals and bonus amounts. The employment letter agreement also contains a non-competition provision which prevents Mr. Geissler from
directly competing with the products and services under development or offered by our Animal Applications segment during the term of the
employment letter agreement and for a period of thirty months thercafter.

Mr. Geissler is a party to the GTC Merger Agreement, as discussed above. In addition, on August 8, 2007, Mr. Geissler entered into a consulting
agreernent with VeriChip pursuant to which Mr. Geissler agreed to provide consulting work with respect to identifying, contacting and introducing
strategic partners to VeriChip, identifying potential merger and/or acquisition opportunities for VeriChip to consider and participating on a
commiitee established for the development of certain products (the “Scrvices™). Under the terms of the consulting agreement, Mr, Geissler received
107,000 shares of VeriChip’s common stock and will be reimbursed for all actual reasonable and necessary expenses, which are directly related 1o
the Services, provided that VeriChip grants prior approval of any expenditure. The term of the consulting agreement is for one year.

Amendment 1o Schering-Plough Supply and Distribution Agreement

On January 35, 2008, we entered into an amendment to a product supply and distribution agreement with Schering-Plough Home Again LLC
(“Schering-Plough™). The amended agreement governs the terms pursuant to which we have agreed to provide Schering-Plough electronic
identification microchips and scanners as part of the Home Again® Proactive Pet Recovery Network. The amended agreement is more full discussed
below in our discussion of our Animal Applications operating segment.

Appointment/ Resignation of Directors to the Board Post DA Merger

On January 3, 2008, pursuant to the terms of the DA Merger Agreement, the board approved the appointment of John R. Block, Barry M, Edelstein,
and Michael 8. Zarricllo, former members of the DAC board, 10 serve on our board effective immediately after the effective time of the DA Merger

on December 28, 2007, Effective January 11, 2008, Mr. Edelstein resigned as a member of our board at which time he joined the board of VeriChip.




As a result of the DA Merger and the appointment of new directors to our board, on January 3, 2008, our board reviewed and revised its committee
structure and composition. The new committees of the Board and its members arc as follows:
. Audit and Govemnance Commitiee — Mr, Zarriello (Chair and audit committee financial expert), Dennis G. Rawan and Daniel E. Penni

. Compensation Committee — Constance K. Weaver (Chair), Messrs. Zarriello and Block
. Nominating Committee — Messrs. Block {Chair), Rawan and Penni
Appointment of Joseph J. Grillo as Chief Executive Officer and President

On January 3, 2008, our board selected and approved Joseph J. Grillo as our chicf executive officer, president and director. Mr. Grillo will not serve
on any committees of our board. In connection with Mr. Grillo’s appointment, we entered into an employment agreement with Mr. Grillo, effective
as of January 1, 2008 (the “Employment Agreement™), which provides that Mr. Grillo will receive a base salary of $375,000 and is eligible to receive
an annual bonus, subject to approval of the Applied Digital Board, ranging from 0% to 200% of base salary. Mr. Grillo's bonus will be determined
upon his performance in the following areas with related meirics and goals to be approved by the Board at the beginning of each performance year;
company and divisional revenues, net income, cash generation, board discretion, investment analyst coverage, price per share, strategic
deals/partnerships that enhance stockholder value and such other metrics and goals that the board may establish. In addition, Mr, Grillo was given a
stock option to purchase 550,000 shares of our common stock, which vests ratably over the next five years, at a price per share of 30.67, the closing
price of a share of our common stock on the date of grant. The Employment Agreement also provides that, if we terminate Mr. Grillo’s employment
without cause or Mr. Grillo terminates his employment for good reason or due to a change in control before January 1, 2009, Mr. Grillo will receive
six months of base salary, and if after January 1, 2009, Mr. Grillo will receive a payment equal to the sum of one and a half times his base salary.

t
To cxhibit his confidence in our future, Mr. Grillo has agreed to accept the balance of his salary for 2008, afier customary withholdings, in
unrestricted shares of our common stock. The calculations will be based on the closing price of a share of our common stock on March 20, 2008, The
shares of commen steck will be granted from the Amended and Restated Digital Angel Corporation Transition Stock Option Plan.

In addition, on January 30, 2008, pursuant to approval of the Compensation Committee of the Board of Directors, a stock option grant exercisable for
218,965 shares of our common stock was made to Mr. Grillo. The option has an exercise price of $0.63, the closing price of a share of our common
stock on the grant date, and expires ten years after the grant date. The option vests in five equal installments of 43,793 shares on each of January 3,
2009, 2010, 2011, 2012 and 2013.

Departure of Applied Digital Board Members and Former CEO

On December 28, 2007, in connection with the DA Merger, Michael E. Krawitz and J. Michae! Norris resigned from their positions as members of
our board of directors. In addition, effective December 31, 2007, in connection with the DA Merger, Mr. Krawitz was terminated as our president
and chicef executive officer, and as a result, was entitled to severance in an amount equal to $1.7 million under the terms of an Employment and Non-
Compcte Agreement, dated December 6, 2006, between Mr. Krawitz and us. Pursuant to the terms of the agreement, on December 28, 2007; we
established a Rabbi Trust and subsequently deposited 3.5 million shares of our common stock valued at $1.7 million into the Rabbi Trust and took an
immediate charge in the fourth quarter of 2007. The number of shares of our common stock due was calculated based upon the average closing price
of one (1) share of our common stock for the ten (10) trading days preceding the day in which the common stock was issued, or December 31, 2007, °
On July 2, 2008, $1.5 million worth of shares, less withholding taxes, will be released from the Rabbi Trust and issued to Mr. Krawitz and on
January 2, 2009, $0.3 million worth of shares, less withholding taxes, will be released from the Rabbi Trust and issued to Mr. Krawitz. The shares to
be issued to Mr. Krawitz are price protected through the later of: (i) the date on which a registration statement providing for the resale of the shares
becomes cffective, or the date on which the shares should otherwise become eligible for trading without restriction pursuant to an exemption from
registration, or (ii) the date the shares are delivered to Mr. Krawitz from the Rabbi Trust. Going forward, if the value of the shares issued to the Rabbi
Trust falls below $1.7 million, we will be required to record a liability and take a charge for the difference. The shares will be issued to Mr. Krawitz
without registration in reliance upon the exemption provided by Section 4(2) of the Securities Act.

Verizon Settlement Agreement

On December 19, 2007, we, Government Telecommunications, Inc., a Virginia corporation and subsidiary of Computer Equity (“GTI”), and Verizon
Federal Inc., a Delaware corporation (“Verizon™), entered into a Settlement Agreement and Release (the “Scttlement Agreement”) related to a lawsuit
that GTI filed against Verizon on August 14, 2006, in the Fairfax County Court of Virginia, alleging among other things, breach of contract and
tortious interference arising from Verizon's alleged usurpation of GT1’s business opportunity with the District of Columbia Public Schools. On
October 19, 2006, Verizon filed a counterclaim against GTI for failure to pay invoices owed under a subcontract between GTI and Verizon. Pursuant
to the Scitlement Agreement, on December 19, 2007, GTI entered into a promissory note in the amount of $4.0 million in favor of Verizon, which
provided that GTI must pay te Verizon $1.0 million on or before each of January |, 2008, 2009, 2010 and 20! 1, We recorded amounts due greater
than one year based on a weighted average discount rate of 12%. The discount amount of $0.6 million will be amortized over the life of the note as
interest expense. We executed a Guaranty in favor of Verizon, under which it guaranteed payment to Verizon of the amounts agreed to be paid under
the Sctilement Agreement. In addition, Verizon entered into a Subordination Agreement with us and our lenders, Laurus Master Fund, Lid., Kallina
Corporation, and certain of their affiliates (collectively, the “Lenders™), which provides that we must meet certain requirements before we may make
payments arising under the Guaranty to Verizon as is more fully outlined in the Subordination Agreement.




Notice of Nusdag Delisting

On December 6, 2007, we received a letter from the Nasdag Stock Market (the “Nasdaq™) indicating that we are not in compliance with the Nasdaq's
requirements for continued listing because, for thirty (30) consecutive business days, the bid price of our common stock closed below the minimum
$1.00 per share price requirement for continued inclusion under Nasdaq Marketplace Rule 4310(c)(4) {(the “Rule™). In accordance with the Nasdaq
Marketplace Rules, we will be provided 180 calendar days, or unti! June 2, 2008, to regain compliance with the Rule.

If, at any time before June 2, 2008, the bid price of our common stock closes at $5.00 per share or more for a minimum of 10 consecutive business
days, the Nasdag staff will provide us with written notification that we are in compliance with the Rule. However, if we do not regain compliance
with the Rule by June 2, 2008, the Nasdaq staff will determine whether we meet the Nasdaq Capital Market initial listing criteria set forth in
Marketplace Rule 4310(c), except for the bid price requirement, and if we do, we will be granted an additionat 180 calendar day compliance period.
Currently, except for the bid price requirement, we meet the Nasdaq Capital Market initial listing criteria set forth in Marketplace Rule 4310(¢).
Since December 6, 2007, our common stock has traded below $1.00, -

Pacific Decision Sciences Corporation

In December 2007 and January 2008, all of the employcees of PDSC resigned as employees, including PDSC’s two key employees. These key
employeces have strong relationships with PDSC’s significant customer, International Business Machines Corp. (“IBM”). As a result of the
resignation of all of PDSC’s cmployees, on March 13, 2008, we held a mediation with the former key employees and their new business, Customer
Service Delivery Platform tnc. (*CSDP”). The parties entered into a settlement in principle, which we are in the process of formally documenting.
CSDP agreed to purchase the assets of PDSC from us for $2.0 million. The purchase price will be paid in equal monthly installments over a period of
48 months. The purchase price will be secured by the assets of CSDP. Final terms of the agreement and the accounting have yet to be determined.

Industry Overview

Our principal activities encompass the development and marketing of RFID and GPS-cnabled identification and location products. We also provide
service relationship management software and service and vibration monitoring, which comprise a smaller portion of our revenue,

RFID has become an important technology widely adopted and used in the automatic identification market, an industry characterized by identifying
and locating objects electronically. RFID systems identify objcets using radio frequency transmissions, typically achieved with communication
between a microchip or tag and a scanner or reader. Historically, RFID has been used to identify objects in retail, transportation and logistics
industrics, as well as to identify and locate livestock and companion pets. Prior to the adoption of RFID. users identified and tracked objects
manually as well as through the use of bar code technrology. These solutions were lmited because of the need for ongoing human intervention and
the lack of instantancous location capabilitics. RFID technology seems to possess greater range, accuracy, speed and lower line-of-sight requirements
than bar code technology. !

Our RFID businesses focus on companion pet and equine identification and safeguarding, livestock/fish identification tracking and food safety and
traceability {(e.g., livestock tracking), human healthcare (i.e., infant protection, wander prevention, asset/personnel location and identification, patient
identification and medical records) and security applications. .

The basic components of an RFID system consist of:
. a “tag,” containing a microchip-equipped transponder, an antenna and a capacitor, attached to the item to be identified,
located or tracked, which wirelessly transmits stored information to a receiver;

. one or more receivers, also referred to as “readers,” which are devices that read the tag by sending out an RF signal to which
a tag, in the range of the signal, responds; and
. the equipment, cabling, computer network and software applications to use the processed data for one or more applications.




Most RFID systems usc either “active™ or “passive” tags, with the choice reflecting the different characteristics of the tags and the nature of the RFID
system application. The key difference in the technology is that active RFID systems deploy tags with battery-powered micrechips that emit a signal
at regular intervals or continuously and do not rely on power from the reader to operate, while passive RFID systems deploy tags with microchips
that have no attached power supply and receive an activating charge from the reader’s signal. Applications that require receipt of signals between the
tag and the reader beyond approximately 10 meters in range usually need a battery in the tags. .

Pet Identification and Safeguarding

Pet identification and safeguarding systems involve the insertion of a microchip with identifying information in the animal. Readers at animal
shelters, veterinary clinics and other locations can determine the animal’s owner and other information through RFID scanners. We believe the pet
identification and safeguarding market is cxpanding. A New York Times article dated July 23, 2005, indicates that the chipping of pets is reported to
be most prevalent in Europe, where roughly 40% of pet owners in some European countries are believed to have had veterinarians implant RFID
tracking devices and by some estimates, as many as half of the dogs in England are now implanted with a microchip. The U.S. pet market has
significant growth potential, as we belicve only about 3% to 5% of pet owners have opted to have their pets chipped. As a result of the recent
expansion of the capabilities of the electronic chips (e.g., providing feedback on the health of the animal, such as a temperature reading), we believe
the market will expand even further,

Livestock/Fish Identificarion Tracking and Food Safety and Traceability

The use of RFID technology in the tracking of livestock in the U.S. received a boost in December 2003 when a cow in Mabton, Washington was
found to have Chronic Wasting Disease (commonly referred to as Mad Cow Disease), resulting in the banning of the U.S. caule industry’s exports.
Since that time, the U.S. Department of Agriculture (“USDA™), other state agencies and the Canadian government, have been initiating pilot
programs designed to test the viability of large-scale food animal identification and tracking systems. Currently, most livestock producers use visual
rather than electronic identification tags. Cattle and other livestock tend to move from place to place, and from owner to owner. For this reason,
visual tags have limitations in terms of the ability to trace where a discased animal has been and what other animals could have been exposed to it
The USDA is targeting a national identification system that would allow such tracing within 48 hours, enabling the implementation of quarantines
effectively and efficiently and helping to protect the value of farmers’ livestock investments. In addition, several proposals related to the
establishment of a national electronic identification program for livestock are being considered by the government, although currently all
participation is voluntary. We arc hopeful that a national electronic identification program will be implemented in the U.S. We cannot estimate the
impact a national identification program would have on our Animal Applications segment’s revenue. However, if implemented, we would expect the
impact to be favorable.

Healthcare Industry

According to a 2006 report prepared by IDTechEx, a United Kingdom-based consulting firm, entitled “RFiD in Healthcare 2006-2016,” the market
for RFID tags and systems in the healthcare industry in 2006 amounts to $90 million, representing approximately 3% of the total RFID market.
IDTechEx has forecast that by 2016 the market for RFID tags and systems in the healthcare industry will grow to approximately $2.1 billion,
estimated to then represent 8% of the total market for RFID technology. The anticipated rapid growth in the healtheare industry’s adoption of RFID
technolegy reflects the many healthcare-related applications envisioned and the benefits — for example, operational efficiencies, cost control and
error prevention — to be derived from such applications.




Some of the major applications of RFID systems being deployed in the healthcare industry today include:
. Infant Protection—At present, approximately 50% of maternity wards and other birthing facilities in the United States (“U.8.”) and

65-75% of maternity wards with greater than 1,000 births per year, have some type of infant protection system — though not
necessarily an RFID system. Based on our experience, we anticipate that hospital maternity wards and birthing centers will
continue to upgrade their security measures with RFID systems designed for these applications achieving greater market
penetration. The adoption of security measures, such as the implementation of an RFID infant protection system, has been
prompted by problems in dealing with mother-baby mismatching and infant abduction. The Journal of Healthcare Protection
Management has reported that an estimated 20,000 mismatching incidents occur annually in the U.S. Between 1983 and 2004, 223
infants were recorded as being abducted in the U.S., with over 50% taken from healthcare facilities.

. Wander Prevention—At present, we estimate that roughly 30% of the long-term care facilities in the U.S. have deployed an RFID-
type wander prevention system. The level of system deployment varies by type of facility. Nursing homes reflect the highest level
followed by assisted living facilities. The implementation of RFID wander prevention systems has been prompted by the significant
number of individuals residing in long-term care facilities, including nursing homes and assisted living facilities, who are at risk of
wandering away from their care facility. This can result in danger to the individual and subsequent liability to the healtheare facility
and its insutrer. According to the National Institute on Aging of the U.S. National Institutes of Health, in 2005 there were
approximately 37 million people over the age of 65 in the U.S. alone, and that number is cxpected to grow te approximatcly
58 million by 2025, Furthermore, according to the National Nursing Home Survey, published by the Center for Disease Control in
June 2002, as of 1999, there were 18,000 nursing homes in the U.S. in which approximately 27% of the residents suffered from
Alzhecimer’s disease, dementia or related disorders.

We believe that RFID technology may also be used to address the need of emergency room personnel and other first responder medical practitioners
to identify uncommunicative patients and rapidly access their personal health records, and we believe that use of such technology has the potential to
improve patient care, enhance productivity and lower costs, The IDTechEx report refers to a study performed by the U.S. Institute of Medicine that
estimated that preventable medical errors in the U.S. cause between 44,000 and 98,000 deaths each year, due in part to mistaken patient identification
and lack of information on a patient’s medical history, and results in losses, other than the loss of human life, of S17 billion to $29 billion annually.
These losses include the expense of additienal care necded because of mistakes, disability and lost productivity and income. One factor that can
contribute to the occurrence of preventable medical errors is the inability to identify a patient and/or access his or her health records. Recognizing the
problem of patient identification and access to medical records, the U.S. government is currently attempting to address certain inefficiencies in the
healthcare system related to information technology. In particular, the current administration has developed a National Health Information
Technology Plan which features as onc of its main initiatives a plan to cstablish electronic health records for a majority of Americans within the next
ten years.

GPS and Radio Communications Industries

Global Navigation Satellite System (“GNSS™) is the standard generic term for satellite navigation systems that provide autonomous geospatial
positicning with global coverage. The Navigation Satellite Timing and Ranging Global Position System (“NAVSTAR GPS”) which was developed
by the U.S. Department of Defense, is the only fully operational GNSS. The satellite constellation is managed by the U.S. Air Force 50th Space
Wing. Although the cost of maintaining the system is approximately $400 million per year, including the replacement of aging sateliites, GPS is free
for civilian use as a public good. In addition to NAVSTAR GPS, there is some indication that other nations may begin deploying GNSS, The Russian
GLONASS is a GNSS in the process of being restored to full operation. The European Union Galileo positioning system is a next generation GNSS
in the initial deployment phase, scheduled 1o be operational in a few years, and China has indicated it may expand its regional Beidou navigation
system into a global system. : ' :

A GPS receiver calculates its position by measuring the distance between itself and threc or more GPS satcllites. Mcasuring the ime delay between
transmission and reception of each GPS radio signal gives the distance to each satellite, since the signal travels at a known speed. The signals also
carry information about the sateilites” location. By determining the position of, and distance to, at least threc satellites, the receiver can compute its -
position using trilateration. Receivers typically do not have perfectly accurate clocks and, therefore, track one or more additional satellites to correct
the receiver’s clock ervor. : :

The eriginal motivation for satellite navigation was for military applications. Today, GNSS systems have a wide varicty of civilian uses such as:
. navigation, ranging from personal hand-held devices for trekking, to devices fitted to cars, trucks, ships and aircraft;

. synchronization;

. location-based services such as enhanced 911;




. surveying;

* . enlering data into a geographic information system;

. search and rescuc;
. geophysical sciences; and
. wracking devices used in wildlife management.

Our focus is in the areas of search and rescue and locator beacons and tracking systems, which include mobile satellite data communications service
and software for mapping and messaging for a variety of industrics including the military, maritime, law enforcement agencies and energy
companies. We believe that there is excellent growth potential in each of our markets and particularly, for us, in sales of our military and maritime
personal location beacons due to recent technology improvements. However, each market in which we compete is highly competitive.

Operating Segments

DAC’s operations comprise two of our-business segments: Animal Applications and GPS and Radio Communications. Each of these segments is
presented below.

Animal Applications Segment
Principal Products and Services

Our Animal Applications segment develops, manufactures and markets visual and electronic identification tags and implantable RFID microchips,
primarily for identification, tracking and location of companien pets, horses, livestock {e.g., cattle and hogs), fish and wildlife worldwide, and, more
recently, for animal bio-sensing applications, such as temperature reading for companion pet and livestock applications. Qur Animal Applications
segment’s proprictary products focus on pet identification and safeguarding, as well as the positive identification and tracking of livestock and fish,
which is crucial for asset management and for disease control and food safety. This segment’s principal products are:

. visual and electronic ear tags for livestock; and

. implantable microchips and RFID scanners for the companion pet, horse, livestock, fish and wildlife industries.

The Animal Applications segment consists of DAC’s opcrations located in Minnesota, DSD Holding A/S (“DSD Holding™) and its wholly and
majority-owned subsidiaries, located in Denmark and Poland, and Digital Angel International, Inc. and its subsidiaries located in Argentina, Brazil,
Chite, Paraguay and Uruguay.

We hold patents on our syringe-injectable microchip for use in animals. Each microchip is individually inseribed and programmed to store a unique,
permanent 10 to 16-digit alphanumeric identification code. These microchips are tiny, passive electronic devices ranging in size from 12 to 28
millimeters in length and 2.1 to 3.5 millimeters in diameter. The smallest microchip is about the size of a grain of rice. The microchip is coupled with
an antenna and placed cither in a two-picce plastic e.Tag™ or in a glass-fike injectable capsule. The e. Tag™ is typically affixed to the ear of' the
animal. The implantable microchip is injected under the skin using a hypodermic syringe, without requiring surgery. As with our human implantable
microchips sold by VeriChip, each capsule is coated with a polymer, BioBond™, to form adherence to tissuc, thereby preventing migration in the
host’s body. An associated scanner device uses radio frequency to interrogate the microchips and read the code. During 2006, we received a patent
for our Bio-Thermo® implantable microchip product, which provides accurate temperature readings of animals by simply passing an RFID handheld
scanner over the animal or by having the animal walk through a portal scanncr. See page 26 of this Annual Report for a discussion of our patents,
including their expiration dates. S

OQur pet identification and location system involves the insertion of a microchip, with identifying information, in the animal. Scanners located at
animal shelters, veterinary clinics and other locations can determine the animal’s owner and other information. We have an established infrastructure
with RFID scanncrs placed in approximately 70,000 gtobal animal shelters and veterinary clinics. We believe that approximaitely 4.0 million
companion animals in the U.S. have been enrolled in our distributor’s database, and a pet is recovered in the U.S. by that system cvery six minutes.



Our miniature RFID microchips are also used for the tagging of fish, especially salmon, for identification by biologists and governments in
environmental programs and studies, migratory studies and other purposcs. These microchips are accepted as a safe, reliabic alternative to traditional
identification methods because once the fish are implanted with the microchips, they can be identified withiout recapturing or sacrificing the fish.
During 2006, we installed what we believe is the world’s largest RFID ready system, a 16-foot,by 16-foot RFID antenna designed to electronically
track indigenous salmon populations. In addition, it launched its second generation unitary core transpenders. These updated transponders are
designed to provide greater reader reliability while increasing reader range.

In addition to pursuing the market for permanent identification of companion animals and tracking microchips. for fish,; we also preducc visual and
RFID identification products, principally for livestock producers. The tracking of cattle and hogs is crucial in order to provide security both for asset
management and for disease control and food safety. DAC has marketed visuat identification products for livestock since the 1940s. Visual
identification products typically include numbered ear tags. Electronic identification products for livestock are currently being utilized by livestock
producers and as part of various pilot studies for the USDA’s and other state and governmenta! cattle identification programs. Currently, sales of
visual products represent a substantial percentage of our sales to livestock producers. : Co

Growth Strategy

The principal components of our Animal Applications segment’s growth strategy are to:
. focus on animal identification products in the growing livestock, fish and wildlife industrics;

. become a major player in the food source traceability and safety tracking systems arena; and
. increase our market share in the pet identification and cquine markets with enhanced products such as our Bio-Thermo® product.

Through our Animal Applications scgment, we are one of the leading suppliers in the U.S. of RFID-enabled implantable microchip products for
companion animals, laboratory animals and wildlife, and visual identification tags for livestock. The chipping of companion pets has increased in
Europe, in part, because in 2004, scveral European countries began requiring that all pets crossing their borders be identified with a either a tattoo or
a microchip. 1n addition, world-wide standardization of the frequency on which the microchips operate will most likely lead to higher world-wide
chipping rates. Our chips can be read by the world standard, which is 134.2 kilohertz. :

The USDA, the states of Kansas and Minncsota, and the government of Canada are utilizing our RFID system for use in their respective large-scale
food animal identification programs. These pilot programs may lead to implementation of national and/or regional RFID-cnabled identification
program.: . .

In April, 2006, we were awarded a U.S. Patent for our Bio-Thermo® temperature sensing implantable RFID microchip designed for non-laboratory
applications that uses RFID technology to determine the body temperature of its host animal. Potential applications for the Bio-Thermeo® chip include
non-invasive monitoring of temperatures in cats, dogs, livestock and horses. During 2006, we began a national initiative to target the use of our
microchips to address the more than $100 million estimated U.S. equine market for-identification products. There are approximately 9.2 million
horses in the 1.S. We believe that approximately 6.0 million are covered by identification and health status surveillance, which is required by local
and state equine animal health professionals. Since late 2005, the California Horseracing Board, a division of the California Department of
Agriculture, has been using federal funds to imptlant all new, in-coming young horses entering their racing career, with our microchips. The New
York State Horse Health Assurance Program implemented a comprehensive health campaign that utilizes our microchips, and other state agencics are
expected to launch similar programs. In addition, in March 2008, we entered into a non-exclusive distribution agreement with The Jockey Club, the
official registry for North American Thoroughbred horses. ) i ‘

In addition, future product enhancements include read/write microchips and new scanning systems that will extend the capabilities of our products
while integrating them with evolving animal management systems. We intend to continue to develop new products based on our customers’ necds.
We plan to continue to provide product offerings to identified market needs including, but not limited to, Country of Origin Labeling and food
traceability safety. -




Sales, Marketing and Distribution

Our companion pet identification and location system is marketed in the U.S. by Schering-Plough Animal Health Corporation (*Schering-Plough™)
under the brand name Home Again® Pet Recovery Service, In February 2007, we signed an exclusive product supply and distribution agreement with
Schering-Plough Home Agam LLC, a wholly owned subsidiary of Schering-Plough, to provide electronic identification microchips and scanners as
part of the Home Again® Proactive Pet Recovcry Network. Schering-Plough’s new network, which markets the complete electronic pet identification
system under the brand name HomeAg,am is the nation’s first comprehensive system to assist in the scarch for lost pets. On January 5, 2008, we
entered into an amendment to the February 2007 agreement, where we have agreed to provide Schering-Plough electronic identification microchips
and scanners as part of the Home Again® Proactive Pet Recovery Network. During the term of the amended agreement, we will exclusively
manufacture, supply and sell to Schering-Plough and Schering-Plough will exclusively purchase from us certain products (as defined in the amended
agreement). The amended agreement contains, among other things, minimum purchase requirements by Schering-Plough. The amended agreement
prohibits us from manufacturing, supplying or selling the products to any other person, governmental authority or entity in the territory (as defined in
the Amended Agreement). The initial term began February 13, 2007 for a peried of 24 months with an option for Schering-Plough 0 extend the term
for an additional 12 months. The amended agreement also grants to Schering-Plough exclusive distribution, marketing and sale rights to our RFID
products in the companion animal market in the territory and non-cxclusive distribution, marketing and sale rights to our RFID Biotherm Product in
the designated animal market in the designated animal territory subject to a maximum amount of units of such RFID Biotherm Products.

Our product is also marketed by various other companies, including, but not limited to, (i) in some countries in Europe by Merial Pharmaceutical
under the Indexel® brand; (ii) in the United ngdom and Ircland by Animalcare under the idENTICHIP® brand; and (iii) in other Europcan countries
and in Australia, New Zealand and Japan by various distributors under the LifeChip® brand.

BioMark, Inc. is our exclusive U.S. distributor for our fish and wildlife RFID microchip products. Elcctronic identification products for livestock are
sold directly to our customers under the Destron brand. We have multi-ycar supply and distribution agreements with its customers, which have
varying expiration dates. The remaining terms of such agreements are between one and eight years. The supply and distribution agreements describe
products, delivery and payment terms and distribution territories. Our agreements generally do not have minimum purchase requirements and can be
terminated without penalty.

For the year ended December 31, 2007, Schering-Plough accounted for approximately 34% of our Animal Applications segment’s revenues. We
believe we would be able to arrange for a third party to distribute our implantable microchips in the U.S. if Schering-Plough no longer distributed
them. However, it may be difficutt and time-consuming for us to arrange for distribution of the implantable microchip by a third party, which may
negatively affect future sales. .

Our principal customers for electronic identification devices for fish are Pacific States Marine and the U.S. Army Corps of Enginecrs. The loss of, or
a significant reduction in, orders from this customer could have a material adverse effect on our financial condition and results of operations,

Competition

The animal identification market is bighly competitive. The principal competitors in the U.S, visual identification market are AllFlex USA, inc. and
Y-Tex Corporation, and the principal competitors in the RFID identification market are AllFlex, USA, Inc., Datamars SA and Avid Identification
Systems, Inc. We believe that intellectual property position and our reputation for high quality products are our competitive advantages.

Our principal competitors in Europe are Allflex and Merko. We believe that our efficient low cost production, reputation for high quality ear tags and
our clear focus on the market are our competitive advantages. We expect our competitors to continue to improve the performance of and support for
their current products. We also expect that, like us, they will introduce new products, technologics or services. Qur competitors’ new or upgraded
products could adversely affect sales of our current and future products.

Manufacturing; Supply Arrangements :

Our Animal Applications scgment has not been materially or adversely affected by the inability to obtain raw materials or products during the past
threc years. The segment relies solely on a production arrangement with Raytheon Microclectronics Espana, a subsidiary of Raytheon Company
(“RME”) for the assembly of its patented syringe-injectable transponders. The term of that agrecment ends on June 30, 2010, subject to earlier
termination by either party if, among other things, the other party breaches the agreement and does not remedy the breach within 30 days of receiving
notice. Under the agreement, RME is Animal Applications preferred supplicr of the glass encapsulated, syringe-implantable transponders, provided
that RME’s pricing remains market competitive. Certain of the automated equipment and tooling used in the production of the transponders is owned
by us: other automated equipment and tooling is owned by RME. It would be difficult and time-consuming for us to arrange for production of the
transponders by a third party. Accordingly, we cannot assure that we will be able to procure alternative manufacturing capability if we are unable to
obtain the implantable microchip from RME or another supplier.




Besides RME, our Animal Applications scgment’s other principal supplicrs are TS Molding, Inc., BASF, Featurc Products and Creation .
Technologies. We generally do not enter into contracts with these suppliers. ) . "

GPS and Radio Communications Segment
Principal Products and Services

Our GPS and Radio Communications segment's proprietary products provide location tracking and message monitoring of vehicles, aircraft and
people in remote locations. This segment’s principal products arc: : L ‘ : ;
. GPS enabled search and rescue equipment and intclll%::nt communications products and services for telemetry, mobile data and radio
communications applications, including our SARBE™ and McMurdo™ brands, which serve commercial and military markets; and
. alarm soundcrs for industrial use and other electronic components.

GPS Enabled Search and Rescue Equipment and Intelligent Communications Products

Our personal locator beacons (“PLBs™) are sold under the SARBE™ and McMurde™ brand names. SARBE products are used by military air crew
in the event of an ejection or other event requiring emergency evacuation of an aircraft in a remote, possibly hostile location. DAC’s majority owned
subsidiary, Signature [ndustries Limited (“Signature™), which is based in the United Kingdom, has been developing and manufacturing PLBs for five
decades. Reports of Second World War airmen and sailors at sea awaiting rescuc with little more than the faint hope that a passing ship would find.
them was the catalyst that inspired Signature to develop a new way of saving lives by making the search part of scarch and rescue more effective.
Today, we belicve that we arc a world-leading supplicr of PLBs and our SARBE trademark is a common term for these devices, which are now
found on ships, aircraft and submarines in the armed forces of over 40 countrics, United Kingdom airmen were among the first to carry these
lifesaving devices. Today every Royal Air Force, Royal Navy and Army airman carries a SARBE. PLBs are also packed in the survival packs of life
rafts on military ships. Our latest generation SARBE™ for military personnel is the software-defined SARBE G2R, which provides true global reach
and recovery. This programmable radio features peacetime and combat modes. As with previous PLBs, G2R can be configured to operate with any
fast jet ejection seat and incorporates a specially dcsngncd system that automatically activates the beacon and depioys the antenna to the optimum
position. This ensures that even if aircrew are unconscious or injured, the SARBE transmission will be initiated immediately as no human = ., )
intervention is required; reducing the time it takes to initiate a search. Qur SARBE™ G2R has been approved to operate on the COSPAS SARSAT
Satellitc System. COSPAS-SARSAT is the internationally funded satellite system operator that detects activated scarch and rescue beacons and.is -
responsible for approving all rescue beacons. Beginning February 1, 2009, COSPAS-SARSAT will no longer monitor beacons using 121.5 MHz and,
243 MHz satellite frequencies. The beacons will need to be rcp]aced by the new generation of 406 MHz beacons, such as our SARBE G2R. We
anticipate that this new requirement will have a favorable impact on our revenue in 2008 and beyond. . , . . '

On December 14, 2006, Signature entered into an agreement to acquire certain assets and customer comracts of McMurdo, a manufacturer of
cmergency location beacons, from Chemring Group PLC, MeMurde has a worldwide distribution network of approximately 60 outlets. This
acquisition more than doubles the revenue base of our survival radio business and significantly broadens our product offerings in both the maritime
and military sectors. The McMurdo acquisition was completed in April 2007. McMurdo products utilize the same technology as that contained in
SARBE products, but is targeted at the commercial and recreational maritime markets. Synergies exist between the SARBE and McMurdo operations
in the areas of manufacturing, product development, purchasing and marketing. Established in 1937, McMurdo leads the way in the development and
manufacture of cmergency location beacons and NAVTEX technology. NAVTEX is a system for the broadcast and automatic reception of maritime
safety and weather information. NAVTEX provides shipping and navigational and mewcorological warnings and urgent information through cither on
screen display or automatic printouts from a dedicated receiver. NAVTEX iechnology is another area where McMurdo has considerable expertise,
developing and manufacturing NAVTEX receivers for both Safety of Life at Sca (“SOLAS”) and non-SOLAS vessels. In 1992, McMurdo released
the first Global Maritime Distress System (“GMDSS™) approved Search and Rescue Transponder (“SART”) essential equipment mounted on life
boats and life rafts. McMurdo’s first PLB for use on land, sca or air was launched in 2000. Also in that year GPS technology was introduced to both
the Emergency Position Indicating Radio Beacon, or EPIRB, and the PLB. .
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We are also a distributor of two-way communications equipment in the United Kingdom. Our products range from conventional radio systems for the
majority of radio users, for example, safety and security, censtruction, manufacturing, and trunked radio systems for large scale users, for example
local autherities and public utilities. We also offer marine radies, air band radios and satellitec communication equipment for use on a global basis.

Alarm Sounders

We manufacture elecironic alarm sounders under the Clifford & Snell name. These products are used to provide audible and or visual signals, which
alert personnel in hazardous areas, including the oil and petrochemical industry, and in the firc and security market. Our recent Yodalex explosion
proof sounders and strobes mclude an omm-dlrecnona! hlgh sound output with sounder/strobe combmauon all sharing a commeon explosion proof
enclosure.: - :

Growth Strategy

We believe that our SARBE and McMurdo PLBs offer the greatest source of growth for our GPS and Radio Communications segment. COSPAS-
SARSAT forecasts that the global population of the new generation of digital beacons will grow from 400,000 today, to 900,000 by 2012, providing
us with opportunities to upgrade existing customers’ equipment and sell into new markets. We expect to see an increase in the demand for our
beacons over the next two years as air forces upgrade their PLBs to new digital standards. Air forces in the United Kingdom and the U.S, will be
required to replace their existing beacons with the new generation 406 MHz beacons in the future. In August 2006, we werc awarded a contract by
the U.S. Air Force to develop 2 new survival radio for military aircrafi, We were one of only two companies to win the contract to develop a new

- radio to replace the URT33, which is carried in aircrew survival packs and sets off a distress signal in an emergency. The URT33 will become
obsolete when existing frcquencics on 121.5 and 243 MHz cease to be monitored by COSPAS-SARSAT on February t, 2009.

We are also developing, under a joint venture agreement, an automatically activated and deployed emcergency radio for the Royal Netherlands Navy,
which will alert rescue authorities and pinpoint a stricken submarine submerged or on the surface. We are also pursuing opportunities to supply
beacons to Scorpche submannes that have been ordered by the Navies of Malaysia, India and Chile.

We believe that another stgnlﬁcant growth opportunity will come in the next few years when the Galileo GNNS network of satellites is fully
launched and becomes operational. This European GNNS system began satellite faunches in 2007 and is projected to be fully launched throughout
the period 2007 to 2013, It is expected that this ENSS system will add the facility for a confirmation message to be relayed back to the active beacon,
so those awaiting Tescué will know immediately that their signal has been received and that help is at hand; something the present satellite structure
cannot do This will add an additional degree of confidence to anyone in distress with a PLB.

Additionally we arc a manufacturing partner of Iridium for gtobal communication systems and are in the process of rolling out our first Iridium based
product, the MOB Guardian. MOB (Man Over Board) Guardian has been devcloped in conjunction with a world leading rescue authority — the
Royal Natlonal Lifeboat Institution (“RNLI™} headquartered in the UK.

Sales and Distribution

We sell our PEBs and our GPS and geosynchronous satellite tracking systems diréctly to our customers world wide through a direct sales force of
approximately six personnel, and through supply and distribution agreements, which have varying expiration dates. The rematning terms of such
agreements are between-one and three years.

We scll our alarm'sounders through various distributors located in Europe, Australia, New Zealdand, Hong Kong, Japan, South Africa Singapore and
the U.5. We are also a distributor of two-way comimunication equipment in the United Kingdom. Qur ag,recmcnts with these distributors have
varymf, explratlon dales

[ ' . *

Competition

Principal metheds of competition in our GPS and Radio Communications segment include geographic coverage, service and product performance.
The principal competitors for our PLB’s are Bocing North American Inc., General Dynamics Decision Systems, Tadiran, Spectralink Ltd., Becker
Avionic Systems, and ACR Electronics, Inc.’ We believe that being first to market with GPS in our search and rescuc beacons and the use of our
search and rescue beacons in-over forty countries are competitive advantages. In addition, the barriers to entry in this market are high due to the
technical demands of the market,
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Manufacturing; Supply Arrangementys o '

Our GPS and Radio Communications scgment has not been materially or adversely affected by the inability to obtain raw materials or products

| duiring the past three years. This segment’s principal suppliers are Contract Components Ltd., Motorola Ltd., and Delta Impact Ltd. We generally do
not enter into contracts with these suppliers.
VeriChip's operations comprise two of our business segments: Healthcare and Security and Industrial. Each of these segments is presented below.

Healthcare Segment

Pn'nciphl Products and Services

Our healthcare segment encompasses the devclopment marketing and sale of our healthcare and patient identification systems, specifi cally '
. infant protection systems used in hospital maternity wards and birthing centers to prevent infant abduction and mothér-biby
mismatching;

. wander prevention systems uscd by fong-term care facilitics to locate and protect their residents; and

. an asset/personne! location and identification systems used by hospitals and other healthcare facilities to identify, locate and protect
medical swff, patients, visitors and medical equipment.

Our Healthcare segment also includes the VeriMed system, from which, to date, we have derived only nominal revenues.
) ) ) ) .

Infant Protection
We are a leading provider of RFID infant protection systems, which we market and sell under the Hugs and HALO brand names. and unlabelled
through original equipment manufacturer relationships. Our systems reduce the risk of infant abductions and enable healtheare professionals to
accurately identify infants. Qur systems help protect infants from abductions by sounding alarms, locking doors and disabling elevators. While infant
abductions are rare, the impact of a single case can create a severe negative impact on hospitals, birthing centers and familics. With an additional
optional component worn by the mother, one of our systems can be used to help prevenl mother baby mismatching through an audible signal to
indicate a match or mismatch. !

The Hugs system uses a proprietary anklct band containing an-active RFID tag. If the band is cut or tampered with, a signal is emitted to a receiver,
The Hugs system software continually monitors the status of all infant tags, and will generate an alarm if a tag does not send a status message every
10 scconds — and more frequently when within the range of a mounted recciver at a point of egress. The status message is received by receivers
positioned above the ceiling or by a door that monitor the tag’s location. Once a signal is emitted 1o a receiver, the receiver then sends the signal to a
server containing our application software. The optional Kisses component to the Hugs system is designed to ensure mother infant matching. With *
the Kisses option, each mother wears a small Kisses tag, Every time a mother and infant are brought together, an audible signal indicates a match or
mismatch. In the event of a mismatch, the infant’s tag immediately alerts the matemnity ward or birthing center. The HALO system uses a generic
bracelet, which goes around an infant’s ankle, containing an active RFID tag incorporating our proprietary skin-sensing technology. If the skin-
scnsing tag is removed from the infant’s skin, a signal is emitted to a receiver. Any unauthorized attempt to remove the HALO tag, or to take the
infant through a monitored exit, immediately results in an alarm at the HALO computer. The alarm identifies the infant and in some cases the
location on a floor map of the facility.

Wander Prevention

We believe that we are one of the leading providers of active, wearable tag RFID wander prevention systems, which we market and sell under the
RoamAlert brand name. Our systems allow healthcare professionals to accurately identily and locate residents of long-term care facilities, including
nursing homes and assisted living facilities, as well as hospital psychiatric wards and trauma units. Our systems help protect residents from
wandering by sounding alarms, locking doors and disabling elevators. Residents wearing our tags are typically individuals who suffer from a
dementia-related disorder, such as Alzheimer’s disease. -




With the RoamAlert wander prevention system, an al-risk resident of a long-term care facility wears an active tag RFID bracelet, which we believe to
be the smallest and lightest on the market. Exits are protected by door receivers. When the resident approaches an exit, the door controlter locks the
door to prevent the resident from leaving or, if the door is open, an alarm-sounds. All alarm information is presented in an intuitive visual format: the
name of the resident, histher location and even a picture can be displayed on PCs instalted at one or several nurse stations around the long-term care
facility. For bypassing doors, staff members wear staff pendant tags. Doors will unlock automatically and the system will record the 1dcnmy of the
staff member; as well as the resident(s) the staff member is escorting.’

Asset/Personnel Location and Identification

Our Assctrac asset/personnel location and identification system provides a reliable and efficient method for hospitals and other healtheare facilities to
locate high-value mobile medical equipment, which we believe can be of help in providing ready access 1o such equipment when needed and
reducing losses due to misplacement or theft, The location information provided by the system can also be used to establish whether that equipment
has been sterilized since its last use. This information helps to ensure that patients are treated with sterile and safe equipment.

Our asset/personnel location and identification system can be utilized for other applications, such as:
. tracking patients for identification purposes prior to the administration of medications or surgery;

- tracking the location of caregivers in healtheare facilitics to ensure timely response to emergencies; and

. facilitating staff alarms in the event of patient violence.
1]

Hospitals have the ability to deploy assct/personnel location and identification systems of varying scale, ranging from a system covering a single
department, such as the emergency room or the operating room, to one covering the entire facility. The system can provide a combination of portal-
based tracking and trug real-time tracking. As of March 17, 2008, seven of our asset/personnel location and identification sysiems have been sold.
These systems were sold through two dealers on a private label basis.

. ¥
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VeriMed System

Our VeriMed system is designed to rapidly and accurately ideatify people who are unconscious, confused or unable to communicate at the time of
mcdical treatment, for example, upen arrival at a hospital emergency room. Our VeriMed system provides emergency room physicians and staff whe
usc our scanncr, linking a patient to the VeriMed Registry to have access to patient pre-approved information, including the patient’s name, primary
care physician, cmergency contact information, advance directives and, if the patient elects, other pertinent data, such as personal health records.
With the introduction of our wireless handheld scanner, the VeriMed system can be used as an identification tool for EMTs and other emergency
pcrsonncl outside the hospital emergency room setting. . oo .

The componems of our system include:

. a glass-encapsulated microchip-equipped lransponder antenna and capacitor;
. a fixed location or a wireless handheld, scanner; and
. a secure, web-cnabled database containing patient-approved information.

The microchip used in the VeriMed system is a passive RFID microchip, approximatclr the size of a grain of rice, which is implanted under the skin
under the supervision of a physician. The capsule is coated with a polymer, BioBond™ to form adherence to human tissue, thereby preventing
migration in the body. Each microchip contains a unique 16-digit identification number. The identification number can be read by one of our
handheld scanners. When the scanner is placed within a few inches of the microchip, a small amount of radio frequency cnergy passes from the
scanner, energizing the dormant microchip, which then emits a radio frequency signal transmitting the identification number, With that identification
number, emergency room personnel or EMTs can securely obtain from our or a third party’s database the patient’s pre-approved information,
including the patient’s name, primary care physician, emergency contact information, advance directives and, if the patient elccts, other pertinent
data, such as personal health records.

Growth Strategy
For the foreseeable fulure, we expect that our Healtheare segment’s revenue will continue to be derived primarily from sales of our infant protcction

and wander prevention systems, which along with our asset/personnel location and identification system, make up our healthcare security system
offerings.



We believe that the global market for infant protection systems, including components of such systems that arc consumable items, is currently
growing at a rate of approximately 10-15% per year, although we consider the market relatively mature. There are approximately 3,800 birthing
hospitals in the U.S. We estimate that infant security systems have been implemented in approximately half of these facilitics. Management estimates
that approximately 1,300 U.S. hospitals and birthing centers use our infant protection systems. 1n 2007, we achieved record sales of our infant
protection products. These sales were across all of our product platforms and multiple geographies, focused in North America, We belicve that
growth opportunities exist among the remaining facilities that do not yet have infant protection systems in place, as well as through replacement of
legacy systems. Presently, approximately half of our infant protection system sales are replacement system sales.

We estimate that within the U.S. RFID-type wander prevention systems are currently installed in approximately 30% of the more than 52,000 nursing
homes and assisted living facilities, While the nursing home segment is considercd fairly well penetrated, we belicve that existing and future state
regulations applicable to long-term facilities, which include security and wander prevention requirements, will continue to drive growth in demand
for wander prevention systems for the next several years. Over 200 and 240.of our wander prevention systems were purchased by long-term care
facilitics in 2006 and 2007, respectively.

In view of the relative maturity of the markets for our infant protection and wander prevention systems, at least in the U.S., our growth strategy for
these businesses encompasses the following:

. Market and scll these systems internationally through distribution relationships. We are only just beginning to penetrate geographic
markets outside of North America for our infant protection and wander prevention systems. [n an effort to accelerate this process, we
have entered into distribution agreements with a combination of both local distributors who have an in-depth knowledge of the relevant
geographic region, as well as larger distributors with a global or near-global reach.

. Leverage our established brand recognition, reseller network and extensive end-use customer base for our infant protection and wander
prevention systems to gain inroads in the emerging market for asset/personnel location and identification systems, We intend to leverage
our established brand reputation, reseller network and extensive end-use customer base for our infant protection and wander prevention
systems to gain inroads in the emerging market for RFID location, identification and protection systems for assets, patients and staff in
the healthcare industry. We are in the process of building out our distribution network for our asset/personnel location and identification
system and providing the requisite training to certain dealers in an cffort to be on the forefront of the emerging market for these systems
in the healthcare sector. We effected a limited commercial launch of our asset/personnel location and identification system to our dealer
channel for this system in the first quarter of 2007. We believe that it is important for our asset/personnel location and identification
system to capture market share in this emerging market within the next 12-24 months, as we expect that a significant factor in hospitats’
choice of system vendors will be referrals to other healthcare facilities that have deployed, and are pleased with, such systems. To
achieve this, we will need to be on the forefront of the effort to educate the healthcare industry regarding the benelits, including the return
on investment, achievable through implementation of RFID location, identification and protection systems.

According to a report prepared by [DTechEx, over the next ten years the second-largest RFID application, by value, within the healthcare industry
will be real-time location systems for staff, patients, visitors and assets. The largest RFID application is anticipated to be item-level tagging of
pharmaceuticals. IDTechEx predicts that these two applications, on a combined basts, will represent an $800 million market by 2016. We believe that
it is important for our asset/personnel location and identification system to capture market share in the emerging market for real-time location and
identification systems in the healthcare industry within the next 12-24 months, as we expect that a significant factor in hospitals’ choice of system
vendors will be referrals to other healthcare facilities that have deployed, and are pleased with, such systems. To achicve this, we will nced to be on
the forefront of the effort to educate healthcare industry professionals regarding the benefits, including the return on investment, we believe can be
achieved through implementation of RFID location and identification systems.

We believe our VeriMed system will prove of use to emergency room personnel and other first responder medical practitioners in identifying
uncommunicative patients and rapidly accessing their personal health records at the time of initial treatment. The primary target market for our
VeriMed system consists of people who are more likely 1o require emergency medical care, persons with cognitive impairment, persons with chronic
diseases and related conditions, and persons with implanted medical devices. According to a study we commissioned by Fletcher Spaght, Inc. in
2005, there were approximately 45 million patients in the U.S. alone who fit this profile. Through use of our VeriMed system, a person can be
scanned for the unique, |6-digit identification number on the implanted microchip, enabling access from our or a third party’s database 1o that
person’s pre-approved information, including the person’s name, primary care physician, emergency contact information, advance dircctives, and if
the person elects, other pertinent data, such as personal health records.




Our sales and marketing strategy for our VeriMed system is to contemporaneously market our system to hospitals, hospital networks, third-party
emergency department management companics and nursing homes, as well as to physicians who treat at-risk patients: persons with diabetes, cancer,
coronary heart disease, chronic obstructive pulmonary discase, cerebrovascular discase (stroke), congestive heart failure, Alzheimer's, epilepsy and
other diseases or conditions, including persons with implanted medical devices. This approach is intended to accelerate the adoption of the VeriMed
system by healthcare facilities, as well as by physicians and patients. '

In the initial phase of our efforts to create a market for the VeriMed system, we have focused on getting hospitais and third-party emergency room
management companics to adopt the VeriMed system in their emergency rooms. This focus reflects our recognition that physicians who treat paticnts
within our target market may be disinclined to discuss with their patients, and patients may not be persuaded by, the benefits of the VeriMed system
in the abscnce of some.or all of the hospital emergency rooms in their immediate geographic area having become part.of our network. To build out.
our network, we have been providing our scanners, at no charge, to hospitals and third-party emergency room companics. As of December 31, 2007,
more than 200 hospitals and other medical facilities have agreed to adopt our VeriMed system in their emergency rooms. The facilities that have
adopted the VeriMed protocol have wraining in the use of our system and, as part of the standard protocol, are scanning patients who arrive in their
emergency rooms unconscious, confused or unable to communicate. We cxpect to continue this “sceding” process for the foreseeable future, as we
endeavor to build out the network across the U.S. and overscas.

As of March 12, 2008, 620 people have received our VeriMed microchip and are enrolled in the VeriMed patient registry, of which 87 have cnrolled
as paying subscribers, We attribute the modest number of people who have undergone the microchip implant procedure to a number of factors. Two
of such factors are: (i) at present the cost of the microchip implant procedure is not covered by Medicare, Medicaid or private health insurance; and
(ii) at present, no clinical studies to assess the impact of the VeriMed system on the quality of cmergency department care have been completed and
publicly released. We are in the process of facilitating and. in one case, funding clinical studies that we belicve may demonstrate the efficacy of'the
VeriMed system. We believe that once this is established, government and privaie insurers may be morc likely to cover the cost of the microchip
implant process. In any event, these studies arc likely to be of considerable interest to physicians who treat at-risk paticnts.

Beginning in 2008, we plan to begin a direct to consumer advertising campaign, to cducate consumers as to the benefits of the VeriMed system and
to direct them to our customer support center and healtheare store fronts that we will co-locate with a healtheare provider partner, This campaign will
begin in South Florida where our infrastructure of VeriMed adopted hospitals is strongest and upon success in South Florida will be replicated in
additional geographies based on the strength of our infrastructure in those geographies and consumer demographics.

Sales, Marketing and Distribution

Our end-use customers consist-of healtheare facilities, such as hospitals and long-term care facilities, healthcare professionals, such as physicians,
individual patients and other customers that purchase our systems for non-healtheare applications, such as construction, oil and gas companies. Our
sales and marketing strategy is to sell our systems through multiple channels. However, to date we have sold essentially all of our active RFID
systems through dealers. Most of our largest dealers, by volume of systems sold, arc focused exclusively or primarily on the healthcare industry, As
of December 31, 2007, our Healthcare segment’s sales and marketing staff consists of a total of 19 people, based primarily in Ottawa, Canada and
Florida. We have a limited number of sales representatives strategically located in other places in North America, where we have a number of
hospitals that have adopted our VeriMed system. :

We market our systems primarily by attending trade shows and medical conferences and by advertising in publications,

Infunt Protection/Wander Prevention

We currently selt our infant protection and wander prevention systems through dealers. These dealers are typically appointed, on a non-exclusive
basis, to cover a specific geographic sales territory. The term of such appointment is generally for one year, but subject to automatic renewal from
year-to-ycar in the absence of a termination by us or the dealer. In general, our agreements with our dealers impose no minimum purchase
requirements. Some of our dealer agreements include price protection provisions, under which we undertake not to charge the dealer prices higher
than the best price we are offering our systems to any of our other dealers.
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Our dealers of our infant protection and wander prevention systems have responsibility for the installation and after-sale servicing and maintenance
of such systems. System installation requires relationships with cable companies, knowledge of the othet products that need to be integrated with our
hardware and knowledge of local codes. To ensure that our systems are installed in accordance with our standards, we have established a distribution-
technical training and certification program. In addition to system installation, our dealers provide end-use customers with post-sale customer service
and system maintenance.

Asset/Personnel Location and Identification System

Through March 17, 2008, a limited number of our asset/personnel location and identification systems have been sold and installed. Those systems
were sold primarily through two dealers on a private label basis. We are in the process of building out our distribution network for our
asset/personnel location and identification system and providing the requisite training to certain dealers in an effort to be at the forefront of the
emerging market for such systems in the healthcare sector. We effected a limited commercial launch of our asset/personnel location and
identification system to our dealer channel for this system in 2007,

VeriMed System

To date, our marketing efforts with respect to our VeriMed system have been to provide our scanners to hospitals and third-party emergency room
management companies at no charge to build out the geographic footprint of the healtheare facilities that can and will use our VeriMed system as part
of their standard protocol. We expect to continue this “seeding” process for the foreseeable futurc as we endeavor to build out our network across the
U.S. and overseas. In addition, we have been marketing our VeriMed system to physicians, who treat patients who fit the proftle for which our
VeriMed system is intended to benefit, in those geographic areas surrounding hospitals that have adopted the VeriMed system. We have entered into
dealer arrangements to distribute the VeriMed starter kit sets and the microchip insertion kits. . o

Competition . .

Our Healthcare segment’s systems utilize RFID technologies. While certain of our competitors also sell products that use RFID technologies, some
sell products that incorporate other technologies, such as high frequency radio signals, or WiFi, barcode technology and biometric technelogy. With
respect to the healthcare industry in particular, we are unable to predict which technalogy healtheare facilities will most widely adopt in the future. In
addition, some of our current competitors, as well as companies who utilize RFID technologics in applications outside of our target markets, have
significantly greater financial, marketing and product development resources than we do. Low barriers to entry across most of our product lines may
result in new competitors entering the markets we serve. Also, our competitors may be able to respond more quickly to new or improved
technologies by devoting greater resources to the development, promotion and sale of products. We expect our competitors to continue to improve
the performance of and support for their current products. We also expect that, like us, they will introduce new products, technologies or services.
Our competitors’ new or upgraded products could adverscly affect:sales of our current and-future products.

With respect to our infant protection and wander prevention systems, several other companies offer solutions for these applications, including
Visonic Technologies, RF Technologies, Innovative Control Systems and Senior Technologies. We believe that competition in these markets is
mainly based on product features, reputation, including endorsements by other healthcare facilities, and brand awareness.

With respect to our VeriMed system, we do not believe any other company currently offers 2 human implantable microchip-based patient
identification system, Various alternate patient identification solutions are currently available, such as bracelets sold by MedicAlert, health
information wallet cards, biometric systems and key fobs that store personal health records. We are currently in the process of seeking to create a
market for our VeriMed system, and our competitive position in this market will depend on whether hospitals and other healthcare providers accept
this new technology and incorporate it into their standard protocol. Our competitive position will also depend on whether patients prefer our VeriMed
system 1o existing or future identification systems, as well as whether the implant process becomes subject to reimbursement by government and
private insurers.

With respect to the other systems we offer, we belicve that competition is mainly based on product performance and ease of use, purchase price and

operating cost. We believe that our systems are desi gned and manufactured to compete favorably based on these criteria with competitive systems
currently in the market. ‘ ‘ . : -
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Manufacturing; Supply Arrangements

We outsource the mamifacturing of all the hardware components of our active RFID systems to third-party contractors, but conduct final assembly,
testing and quality control functions internally. To date, we have not had material difficulties obtaining system components. Except as discussed
below, we believe that if any of our manufacturers or suppliers were to cease supplying us with system components, we would be able to procure
alternative sources without material disruption to our business,

We source the custom straps used with our Hugs infant protection systems from a sole supplier, Emerson & Cuming Microwave Products, Emerson
& Cuming manufactures the straps at a single facility located in New England, although it operates another facility in Belgium from which the straps-
could be manufactured. While we and our dealers maintain excess inventory to ensure that we maintain an adequate supply of the straps, we believe
it would take several months to make alternative arrangements should we be unable to source these custom straps from Emcrson & Cuming. Under
the agreement with Emerson & Cuming, we are subject to minimum purchase rcqulrements with the aggregate amount of our minimum purchase
requirements being $4 million over the next five years,

DAC is VeriChip’s sole supplier of the implantable microchip used in our VeriMed system and VeriTracc systems, under the terms of an agresment
VeriChip entered into with DAC in December 2003, as amended in May 2007. Under the terms of the agreement, VeriChip is required to meet
certain minimum purchase requirements to maintain exclusivity. The term of the agreement cnds on March 4, 2014, subject to earlier termination in
the event of either party’s default or bankruptcy. However, so long as VeriChip meets the minimum purchase obligations under the agreement, the
term is to be automatically renewed on an annual basis until the expiration of the fast of the patents covering any of the supplied products.

On December 17, 2007, VeriChip and DAC entered into a development agreement for the development of an implantable glucose sensing system,
VeriChip agreed to fund, at a maximum project cost of $240,000, the joint development for a completed, FDA-cleared, miniaturized, implantable
glucose renewable sensing system that communicates through a radio frequency transponder to an external reading system {the “RF Products”). DAC
agreed to provide VeriChip a fully-paid, royalty-free, perpetual, exclusive license to utilize DAC’s U.S. patent ne. 7,125,382 “Embedded bio-sensor
system” for the purpose of designing and constructing, using, selling and of’f'enng to sell the RF Proclucts DAC will be the exclusive manufacturer of
the RF Products developed under this agreement.

All of VeriChip’s and DAC’s implantable microchips are manufactured for DAC by RME under the terms of a supply agreement between DAC and
RME. The term of that agreement ends on June 30, 2010, subject to earlier tertination by either party if, among other things, the other party breaches
the agreement and does not remedy the breach within 30 days of receiving notice. Under the agreement, RME is DAC’s preferred supplier of the
glass encapsulated, syringe-implantable transponders, provided that RME’s pricing remains market competitive. Certain of the automated equipment
and tooling used in the production of the transponders is.owned by DAC; other automated equipment and tooling is owned by RME. It would be
difficult and time-consuming for DAC to arrange for preduction of the transponders by a third party. Accordingly, we cannot assure you that we will
be able to procure alternative manufacturing capability if we are unable to obtain the implantable microchip from RME or another supplier.

Security and Industrial Segment
Principal Products and Services ' : .

Our principal products in our Security and Industrial segment are:
. vibration monitoring instruments used by construction and mining professmnals to monitor the effects'of human induced vibrations, such
as blasting activity; and

. asset management systemns used by industrial companies to manage and track their mobile equipment and tools.

Vibration Monitoring Instruments

Our Blastmate and Minimate vibration monitoring instruments provide engineering, construction and tining professionals with an accurate and
efficient means to monitor and document the effects of human-induced vibrations on neighboring structures in an arca where blasting occurs.
Government regulations relating to vibration monitoring requirc compliance with specificd standards to limit the potential for damage to neighboring
structures and io minimize human annoyance that may result from commercial blasting or heavy construction. Our instriments assist in evaluating
the peak vibration level, which is a key statistic in the prevention of structural damage.
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We arc in the process of developing and introducing a new instrumentation platform. The new platform will replace our existing platforms for our
vibration monitoring instruments, for which we are facing certain manufacturing challenges due to the discontinuation and unavailability of key
components. We believe the new platform, when completed, will betier integrate with contemporary data communications protocols so as to improve
our products’ remote monitoring capabilitics. In addition, we expect the new platform will entail the addition of several sensors and peripherals that
will enhance the ability to moniter additional environmental and structural parameters related to vibration and overpressure monitoring,

Our asset management system, ToolHound, is used by industrial companies to manage and track their mobile equipment and tools. Our primary
markets for the ToolHound system arc the heavy construction, power generation and petrochemical processing industrics. ToolHound is a tumkey
system consisting of barcodes, durable scanners, wireless access points and management application software that includes a check-out and return
system for mobite equipment and tools. The information relating to the equipment is maintained in a database enabling a company to monitor
invenfory, equipment maintenance status and job activity status. We are currently in the process of selling our ToolHound business and cxpect to exit
the business by mid 2008. The sale of the ToolHound business is not expected to have a material impact on our financial condition, results of
operations or cash flows.

Growth Strategy

We perceive the market for vibration monitoring instruments to be of limited size and growth potential. Qur primary strategy to grow this business is
through the introduction of a new instrumentation platform. We believe that the new platform, when completed, will betier integrate with
contemporary dala communications protocols so as to improve our products’ remote monitoring capabilities and will make several sensors and
peripherals that will cnhance the ability to monitor additional environmental and structural parameters related to vibration and overpressure
monitoring. We expect that the new platform will enable us to expand our sales by sclling products to new as well as existing customers at higher
price points resulting in greater revenues.

Sales, Marketing and Distribution

.
r L

We distribute our Blastmate and Minimate systems 1o engineering, construction and mining professionals through an independent network consisting
of approximately 75 dealers, approximately half of which operate in North America. The average sales price of our vibration monitoring instruments
ranges from $4,500 to $5,000. We also generate revenucs from rendering post-sale calibration services, typically performed annually. On a historical
basis, revenues from these services have represented approximately 20% of our instrument sales.

¥
.

Our vibration monitoring business is currently the most international of our business activities. We have a strong market presence in North America,
Southeast Asia, India and Scandinavia, and a growing market presence in South Africa, Europe and Australia. We believe the greater geographical
diversity of this business serves as a buffer against declines in construction and mining activity in any one geographic area or region, though this
business continues to be influenced by changes in global economic activity. ‘ ‘

+

Competilion

With respect to the products our Security and Industrial segment offers, we believe that compctition is mainly based on product performance and casc
of use, purchase price and operating cost. We believe that our systems are designed and manufactured to compete favorably based on these criteria
with competitive systems currently in the market. g

Manufacturing; Supply Arrangements : ) ’ ’

We outsource the manufacturing of all the hardware componerits of our vibration monitoring and asset management systems to third-party
contractors, but conduct final assembly, testing and quality control functions internally. Currently, we are facing certain manufacturing challenges
due to the discontinuation and unavailability of key components of our vibration monitoring systems. We believe the new vibration monitoring
platform, when completed, will better integrate with contemporary data communications protocols and enhance our ability to obtain key components.
Advanced Technology Segment

Principal Products and Services

Service Relationship Management Software and Services

The principal products and services in our Advanced Technology segment are service relationship management software and services sold through
PDSC. PDSC provides a complete solution to manage all aspects of customer service, including help desk, call handling and service dispatch,
conlracts management, service marketing, billing, inventory management and more. PDSC products are designed to support service relationship

management systems and services. It systems are fully scalable and modular and they provide the flexibility to support traditional client/server, web-
based or service oriented architectures. These systems provide seamless integration with other applications via standard XML integration methods.
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PDSC’s Flagship Service System (“Flagship System”) a service relationship management product, is geared to medium and large size clicnts and is
scaleable and customizable, The key to its scalability and customization is the use of the IBM UniVerse data server and the System-Builder tool set.
The IBM UniVerse data server is an extended relational, multi-value data server designed for embedding in vertical applications. The System Builder
tool set is a cross-platform application development and deployment environment that enables developers to quickly design IBM UniVerse/UniData
data server structures. PDSC’s systems are licensed per number of concurrent users.

Sales and Distribution
Service Relationship Management Software and Services -

Approximately 97% and 97% of PDSC revenue for 2007 and 2006, respectively, was derived from under two Statements of Work, or SOWs, with
IBM. The SOWSs covered software license fees up to $5.0 million, plus monthly billings for services as provided. To date, we have received

$4.0 million of the software license fees, which we have deferred and are recognizing over the estimated warranty period. The SOWs adopt and
incorporate by reference the terms and conditions of a Licensed and Developed Works Agreement, or LDW, which PDSC and IBM entered into on
April 1, 1999. The SOWs became effective beginning May 1, 2006. 1BM sent us notices of termination of the SOW covering the monthly services in
February 2008 and the software license fecs in March 2008.

Competition

Qur service relationship management software business competes with SAP and People Soft, among other software companies. Many of our
competitors have significantly greater financial, technological, marketing and other resources than we do.

Suppliers

Our Advanced Technology segment does not have any major supplicrs and does not enter into contracts with its suppliers. To date, the Advanced
Technology segment has not been materially or adversely affected by the inability to obtain materials or products.

Government Regulation
Laws and Regulations Pertaining to RFID Technologies

Our active RFID systems, as well as our RFID systems that use gur implantable microchip, rely on low-power, localized usc of radio frequency
spectrum to operate. As a result, we must comply with U.S. Federal Communications Commission (“FCC”) and Industry Canada regulations, as well
as the laws and regulations of other jurisdictions that we sell our products, governing the design, testing, marketing, operation and sale of RF1D
devices. Accordingly, all of our products and systems have the FCC equipment authorization, the [ndustry Canada equipment authorization, or other
jurisdictions’ authorizations, as appropriatc.

U.S. Federal Communications Commission Regulations

Under FCC regulations and Section 302 of the Communications Act, RFID devices, including those we market and sell, must be authorized and
comply with all applicable technical standards and labeling requirements prior to being marketed in the U.S. The FCC’s rules prescribe technical,
operational and design requirements for devices that operate on the electromagnetic spectrum at very low powers. The rules ensure that such devices
do not cause interference to licensed spectrum services, mislead consumers regarding their operational capabilities or produce emissions that are
harmful to human health. Qur RFID devices are intentional radiators, as defined in the FCC’s rules. As such, our devices may not cause harmful
intcrference 1o licensed services and must accept any interference received. We must construct all equipment in accordance with good engincering
design as well as manufacturers’ practices. .
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Manufacturers of RFID devices must submit testing results and/or other technical information demonstrating compliance with the FCC’s rules in the
form of an application for equipment authorization. The FCC processes each application when it is in a form acceptable for filing and, upon grant,
issues an equipment identification number. Each of our RFID devices must bear a label which displays the equipment authorization number, as well
as specific language set forth in the FCC’s rules. In addition, each device must include a user manual cautioning users that changes or modifications
not expressly approved by the manufacturer could void the equipment authorization. As a condition of cach FCC equipment authorization, we
warrant that each of our devices marked under the grant and bearing the grant identifier will conform to all the technical and operational
measurements submitted with the application. RFID devices used and/or sold in interstate commerce must mect these requirements or the equipment
authorization may be revoked, the devices may be seized and a forfeiture may be assessed against the equipment authorization grantee. The FCC
requires all holders of equipment authorizations to maintain z copy of each authorization together with all supporting documentation and make these
records available for FCC inspection upon request. The FCC may also conduct periodic sampling tests of equipment to ensure compliance. We
belicve we are in substantial compliance with all FCC requirements applicable to our products and systems.

Industry Canada Regulations

Industry Canada regulates the design, sale and use of radio communications devices in accordance with its Radio Standards Specifications ("RSS7)
and Radio Standards Procedures (*RSP™). As intentional emitters, our RFID devices are subject to Industry Canada’s RSP-100, which establishes the
procedures by which RFID communications equipment receives certification by Industry Canada. The RSP-100 certification procedure and RSS
standards cnsurc that RFID radio devices do not cause interference to licensed spectrum scrvices and that the devices do not produce emissions that
are harmful to human heaith.

Manufacturers of RFID devices must demonstrate compliance with RSP-100 and RSS-210. Industry Canada requires manufacturers of RFID devices
to file an application and agreement for certification of services. A manufacturer of active RFID equipment must submit testing results and/or other
technical information demonstrating compliance with RSS-210 along with the manufacturer’s application. Industry Canada’s Certification and
Engineering Bureau processes the application and, upon grant, issues a unique certification/registration number, which is required to be displayed on
each certified piece of equipment. In addition, in accordance with RSS-Gen, the following information must appear on any radio frequency device:
the certification/registration number; the manufacturer’s name, trade name or brand name; and the mode! name or number.

Each RFID device must include a user manual. The user manual must identify that the radio frequency device operates on a no interference, no
protection basis, meaning that the device may not cause radio interference and cannot claim protection from interference. Radio frequency devices
that do not meet the certification, labeling and user manual provision requirements and are sold within or between the Canadian territories/provinces
are subject 10 penalty by Industry Canada, which may include seizure of the devices and/or assessment of forfeitures. Industry Canada will also
conduct audit checks, from time to time, to cnsurc compliance. We believe we are in substantial compliance with all Industry Canada requirements
applicable to our products and systems.

Regulation by the FDA
Our VeriMed patient identification system is a medical device subject to extensive regulation by the FDA, as well as other federal and state
regulatory bodies in the U.S. and comparable authorities in other countries. In October 2004, the VeriMed system received classification as a Class 11

medical device by the FDA for patient identification and health information purposes. The FDA also permits us to market and sell the VeriMed
system in the U.S.
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FDA Premarket Clearance and Approval Requirements.

Generalty speaking, unless an exemption applies, each medical device we wish to distributc commercially in the U.S. will require either prior
clearance under Section 510(k) of the Federal Food, Drug, and Cosmetic Act (“FFDCA™) or a premarket approval application (“PMA”) from the
FDA. Medical devices are classified into one of three classes — Class 1, Class [1 or Class III - depending on the degree of risk to the patient
associated with the medical device and the extent of control needed to ensure safety and effectiveness. Devices deemed to pose lower risks are placed
in either Class { or TI, The manufacturer of a Class 11 device is typically required to submit to the FDA a premarket netification requesting permission
to commercially distribute the device and demonstrating that the propesed device is substantially equivalent to a previously clearcd and legally
marketed 510(k) device or a device that was in commercial distribution before May 28, 1976 for which the FDA has not yet calted for the submission
of a PMA. This process is known as 5E0{k) clearance. Devices deemed by the FDA to pose the greatest risk, such as life-sustaining, life-supporting
or implantable devices, or devices deemed not substantially equivalent to a previously cleared 510(k) device, are generally placed-in Class II,
requiring premarket approval.

In October 2004, we received classification of our VeriMed system as a Class 11 device. In granting this clearance, the FDA created a new device
category for “implantable radiofrequency transponder systems for patient identification and health information.” The FDA also determined that -
devices that meet this description will be exempt from 510(k) premarket clearance so long as they comply with the FFDCA, its implementing
regulations and the provisions of an FDA guidance document issued by the FDA in December 2004, entitled “Guidance for Industry and FDA Staff,
Class If Special Controls Guidance Document: Implantable Radiofrequency Transponder System. for Patient ldentification and Health Information,”
that establishes special controls for this type of device. The special controls, which are intended to ensure that the device is safe and effective for its
intended use, include the following: biocompatibility testing, information security procedures, performance standard verification, software validation
electro-magnetic compatibility and sterility testing. We believe that we are in compliance with FFDCA, its implementing regulations and the
December 2004 guidance document. A company that wishes to market products that will compete with the VeriMed system will not be required to
submit a 510(k) premarket clearance application to the FDA if we comply with the requirements of the special controls guidance document,

]

In January, 2007, the FDA published a Draft Guidance entitled “Radio-Frequency Wireless Technology in Medical Devices. " This document
includes the FDA’s current recommendations regarding specific risks and limitations to be considered when developing and implementing a Quality
System for medical devices using radio frequency wireless technology, as well as additienal information to be included in the labeling for such
devices. We believe our Quality System and labeling for our VeriMed System substantially meet the recommendations outlined in the draft guidance.

We have registered with the FDA as a medical device manufacturer. The FDA has broad post-market and regulatory enforcement powers, We are
subject to unannounced inspections by the FDA to determine our compliance with the quality system regulation and other regulations, and these
inspections may include the manufacturing facilities of our suppliers. The DAC manufacturing facility located in St. Paul, Minnesota, was inspected
by the FDA in late May and early June 2006, during which the FDA inspector conducted a routine Level [! Quality System Inspectional Technique
inspection. During the inspection, the FDA inspector made three verbal observations regarding deviations in DAC’s quality system unrelated to our
implantable microchip. It 1s our understanding that DAC has corrected the three deviations. To our knowledge, the Raytheon Microelectronics
Espafia facility has not yet been inspected by the FDA.
Failure to comply with applicable regulatory requirements can result in enforcement action by the FDA, which may include any of the following
sanctions:

. FDA Ferm 4835, warning letters, fines, injunctions, consent decrees and civil penalties;

. repair, replacement, refunds, recall or seizure of products;

. operating restrictions, partial suspension or total shutdown of production;

. refusing requests for 510(k) clearance or premarket approval of new products, new intended uses or modifications to existing products;

. withdrawing 510(k) clearance or premarket approvals that have already been granted; and

. criminal prosecution.
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Privacy Laws and Regulations

Our VeriMed business is subject to various federal and state Taws regulating the protection of consumer privacy. We have never been challenged by a
governmental authority under any of these laws and believe that out operations arc in material compliance with such laws. However, because of the
far-reaching nature of these laws, there can be no assurance that we would not be required o alter one or more of our systems and data security
procedures to be in compliance with these laws. Our failure to protect health information received from customers could subject us to liability and
adverse publicity and could harm our business and impair cur ability to attract new customers. -

National Animal Identification System

The USDA is involved in the development and implementation of a planned National Animal Identification System as well as in the regulation of
certain aspects of the companion animal business. While the regulations governing these activities are not yet finalized, it is cxpected that such
regulations will have an impact on our operations in the livestock and companion animal markets. Animal products for food producing animals have
been reviewed by the FDA’s Center for Veterinary Medicine. and the FDA has determined that DAC’s product, as presently configured, is
unregulated. :

Federal Acquisition Regulations

Our Advanced Technology segment is not subject to any specific federal, state and local regulation except for the Federal Acquisition Regulations in
connection with its government contract business. '

Foreign Regulations

In addition to the regulations discussed above, certain of our products are subject to, compliance with applicable regulatory requirements in those
foreign countries where these products are sold. The contracts we maintain with our distributors in these foreign countries generally Tequire the
distributor 1o obtain all necessary regulatory approvals from the governments of the countries in which these distributors sell our products,

Environmental Regulation

" We must comply with local, state, federal, and international environmental laws and regulations in the countries in which we do business, mcluding
laws and regulations governing thc management and disposal of hazardous substances and wastes. We expect our operations and products will be
affected by future environmental laws and regulations, but we cannot predict the effects of any such future laws and regulations at this time. Our
distributors who place our products on the market in the European Linion are required to comply with EU Directive 2002/96/EC on waste electrical
and electronic equipment, known as the WEEE Direclive, Noncompliance by our distributors with EU Directive 2002/96/EC may adverscly affect
the success of our business in that market. Additionally, we are investigating the applhicability of EU Directive 2002/95/EC on the restriction of the
use of certain hazardous substances in electrical and electronic equipment, known as the RoHS Directive which took effect on July 1, 2006. We do
not expect the RoHS Directive to have a significant impact on our business.

Intellectual Property

We rely on a combination of patents, copyrights, trade secrets (including know-how), employee intellectual property agreements and third-party
agreements to establish and protect proprietary rights in our products.

Animal Applications and GPS and Radio Communications Segments '

DAC and Bio-Thermo are registered trademarks. SARBE™ has trademark protection in Europe. The following patents are among thosc owned by
DAC:

. U.S. Patent No. 5,211,129, “Syringe-Implantable Identification Transponders,” issued on May 18, 1993. This patent covers a portian of
the implantable microchip technology, which DAC licenses to VeriChip. In 1994, Destron/ID], Inc., a predecessor company to DAC,
granted a co-exclusive license under this patent, other than for certain specific fields of use related to our Animal Application segment,
which were retained by the predecessor company, to Hughes Aircraft Company, or Hughes, and its then wholly-owned substdiary,
Hughes Identification Devices, Inc., or HID. We retained all rights to the patent in connection with our Animal Applications business.
This patent expires in 2008.
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. U.S. Patent No. 7,176,846, “Passive Integrated Transponder Tag With Unitary Antenna Core”, issued on February 13, 2007 covers our
method of manufacturing an RFID microchip wherein the coil and integrated circuit are unified thereby allowing more space for coil
material, which enables a greater capture of magnetic ficld resulting in longer read distance. This patent expires in 2020.

. U.S. Patent No. 7,015,826, “Method And Apparatus For Sensing And Transmitting A Body Characteristic Of A HOST,” issued on
March 21, 2006. This patent covers our Bio-Thermo temperature sensing impantable RFID microchip designed for non-laboratory
applications that use RFID technology to determine the body temperature of its host animal. This patent expircs in 2023.

. U.S. Patent No. 5,952,935, “Programmable Channel Search Reader.” issued on September 14, 1999. This patent covers our RFID tag
readers that are capable of reading different RFID tags of differem frequencies or differing communications protocols. The patent expires
in 2016.

. U.S. Patent No. 5,041,826, “Identification System”, issued on August 20, 1991. This patent covers our RFID tag readers and the

. communication protocol used to communicate with RFID tags. This patent expires in 2008.

. U.S. Patent No. 3,166,676, “Identification Systermn”, issued on November 24, 1992. This patent covers our RFID tags and the
communication protocol used to communicate with RFID tag readers. This patent expires in 2009.

. U.S. Patent No. 6,369,694, “Apparatus And Method For Remotely Testing A Passive Integrated Transponder Tag Interrogation System”,
issucd on April 9, 2002, This patent covers our methed for remotely testing transponders within a fixed field. This patent expires in 2020.

. U.S. Patent No. 6,700,547, “Multidirectional Walkthrough Antenna”, issued on March 2, 2004. This patent covers our walkthrough
antenna for communicating with interrogators used to read information from transponders attached to livestock. This patent expires in
2020.

. U.S. Patent No. 6,833,790, “Livestock Chute Scannet”, issued on December 21, 2004, This patent covers our interrogator device for
reading a plurality of transponders including reading a plurality of transponders attached 1o livestock. This patent expires in 2020.

. U.S. Patent No. 7,125,382, “Embedded Bio-Sensor System”, issucd on Qctober 24, 2006, This patent covers out passive implantable
devices which monitors physiological parameters of a patient. This patent éxpires in 2023,

As discussed above, DAC currently licenses to VeriChip the technology underlying is human implantable microchips, which is covered, in part, by
U.S. Patent No. 5,211,129, “Syringe-Implantable Identification Transponders™ as well as an exclusive license for U.S, Patent No. 7,125,382,
“Embedded Bio-Sensor System™ for use in a joint development project as discussed previously. In 1994, Destron/IDI, Inc., a predecessor company to
DAC, granted o co-exclusive license under U.S. Patent No. 5,211,129, other than for certain specific ficlds of use related to our Animal Application
segment, which were rctained by the predecessor company, Hughes, and its then wholly-owned subsidiary, HID. The specified fields of use retained
by the predecessor company do not include human identification and security applications. The rights licensed to Hughes and HID were freely
assignable, and we do not know which party or parties currently have these rights or whether these rights have been assigned, conveyed or transferred |
to any third party. Sec the additional discussion regarding this patent betow under the discussion of our Healthcare and Security and Industrial
segments’ intellectual property.

[n connection with the acquisition of Geissler Technologies Corporation on January 15, 2008, we acquired the rights 1o the following United States
patent applications: (i) Provisiondl Patent Application No. 61/002,120, filed November 6, 2007 entitled “Radic Frequency Animal Tracking System”
which technology covers enhancements to existing dual frequency and anti-collision technologies; (it) Provisional Patent Application

No. 60/881,653, filed January 21, 2007 entitled **Animal Management System including Radio Animal Tag and Additional Transceiver(s)” and the
non-provisional and international (PCT) patent applications which were filed on January 21 2008 with the same title, which technology provides a
proprictary system for monitoring the health of an animal by tracking the amount of time an animal spends at feeding and watering stations; (iii)
Provisional Patent Application No. 60/979,564, filed October 12, 2007 entitled “Electronic Tag™ and the non-provisional patent application which
was filed on March 7, 2008 with the same title, which technology provides a proprietary system for injection molding devices including electronic
circuitry; (iv) Provisional Patent Application No. 60/967,571 entitled “RTAG Haspital System” and 60/967,739 entitled “Hospital Inventory
Management Including Radio Tag(s) and Additional Transceiver(s),” cach of which was filed on September 5, 2007, and the non-provisional patent
application which was filed on March 7, 2008 with the same title, which covers proprictary technology that improves a hospital’s ability to track and
monitor its equipment through the use of RFID technology; and (v) Provisional Paient Application No. 60/855,902 filed October 31, 2006 entitled
“Power Management in Radio Frequency Devices” and the non-provisional and international (PCT) patent applications which were filed on
October 30, 2007 with the same title, which proprictary technology covers a power management system and protocols.
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Healthcare and Security and Industrial Segments

Our Healthcare segment’s patent portfolio consists of patents issued in the U.S, and patents issued in Canada, including the following:

. U.S. Patent No. 6,144,303, “Tag and System for Patient Safcty Monitoring,” applics to infant protcctio’n tags that sense whén they are in
contact with the skin. The tag can generatc an alarm when it is removed. The U.S. patent expires in 2019. The correspending issued
patent in Canada is Canadian Patent No. 2,260,577, which expires in 2019,

. U.S. Patent No. 5,977,877, “Multiple Conductor Security Tag,” which is licensed from Bl Incorporatéd, applies to tags attached with
bands that can detect unauthorized cutting of a band attached to a person or object. This patent expires in 2018.

. U.S. Patent No. 5,374,921, “Fiber Optic Security and Communications Link™ applies to security tags with an optical fiber in the band to
detect unauthorized removal. This patent expires in 2011, The corresponding issued patent in Canada is Canadian Patent No. 2,055,266,
which expires in 2011,

. U.S. Patent No. 6,137,414, “Assct Sccurity Tag,” applies to asset protection tags that can generate an alarm if the asset to which it is
attached (such as a picce of hospital equipment) is movced to an unauthorized arca or if the tag is removed without authorization This
patent expires in 2019.

. U.S. Patent No. 6.456,191, “Tag System with Anti-Collision Features,” applies to RFID tags with communication featurcs that allow
communications with multiple tags in close proximity to one another. The U.S. patent expires in 2019. The corresponding issued patent
in Canada is Canadian Patent No. 2,266,337, which expirces in 2019,

. U.S. Patent No. 7,116,230, “Assct Location System, applics to an RFID tagging system that utilizes a portable receiver, instcad of a
network of fixed receivers, to track, analyze and prioritize information on the location of tagged assets within a building or warchouse. .
This patent expires in 2025,

In additicn to the patents described above, our Healthcare segment uses, under a license agreement, DAC’s U.S. Patent No. 5,952,935,
“Programmable Channel Scarch Reader,” which applies to RFID tag readers that are capable of reading different kinds of RF1D tags with differing
communications protocols. The patent expires on May 3, 2016. Our Healthcare segment also had a license from BI Incorporated under U.S. Patent
No. 4,952,913, “Tag for Use with Personnel Monitoring System,” which applied to tags, for individuals, that sense and report tampering. The patent
expired in 2007. This patented technology was used in our Hugs infant protection systcm.

Our Healthcare segment obtains the implantable microchip used in our VeriMed and VeriTrace systems from DAC, under the terms of a supply
agreement. DAC, in turn, obtains the implamable microchip from RME, a subsidiary of Raytheon Company, under a separate supply agrecmem The
technology underlying thesc systems is covered, in part, by U.S. Patent No. 5,211,129, “Syringe-Implantable Identification Transponders In 1994,
Destron/IDI, Inc., a predecessor company to DAC, granted a co-exclusive I1censc undcr this patent, other than for certain specific ficlds of use related
to our Animal Apphcanon Segment, which were retained by the predecessor company, to Hughes Aircraft Company, or Hughes, and its then wholly-
owned substdiary, Hughes Identification Devices, Inc. (“HID”) The specified fields of use retained by the predecessor company do not include
human identification and security applications. The rights licensed to Hughes and HID were freely assignable, and we do not know which party or
partics currently have these rights or whether these rights have been assigned, conveyed or transferred to any third party. DAC sources the
implantable microchip directly from RME, with which Hughes, then known as HE Holdings, Inc. was merged in 1997. However, we have no
documentation that establishes our right to use the patented tec!...ology for human identification applications. In October 2007, DAC and the
successor to HID executed a cross-license which includes DAC obtaining a royalty free non-exclusive license to HID's rights to the implantable
human applications of the *129 patent, for which it purports certain ownership rights to. DAC has, in turn, sublicensed thosc rights to VeriChip.”
Hughes, HID, any of their respective successors in interest, or any parly to whom one of the forcgoing partics may have assigned its rights under the
1994 license agreement may commence a claim against us asserting that we are violating its rights.

We are seeking registration of our VeriChip trade name in various product markets in the U.S. and elsewhere in the world. However, in June 2004,
VeriSign, Inc. filed oppositions with the U.S. Patent and Trademark Office, objecting to our registration of the VeriChip trade name and our
trademarks that begin with the “Veri” prefix. We and VeriSign are sceking to amicably resolve the opposition proceeding. Settlement negotiations
arc ongoing; however, the procecding is currently active, and we served further discovery to VeriSign on January 3, 2008 to obtain information that
will be relevant to any settlement. In the event an amicable resolution is not reached and VeriSign is successful in the opposition proceedings, our
applications to register “VeriChip” and other “Veri-" marks will be refused. It is also possible that VeriSign could bring a court action seeking to
enjoin our use of “VeriChip™ and the other “Veri-" marks and/or seck monetary damages from us for use of these marks, however this appears
unlikely. If VeriSign were to bring a court action and prevail in that action, we may be required 1o change VeriChip’s corporate name and re-brand
some of our products, such as VeriMed and VeriTrace, as well as to possibly pay damages to VeriSign for our use of any trademarks found to have
been confusingly similar to those of VeriSign.
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Advanced Technologv Segment

Our Advanced Technolog,y segment does not have any signifi jcant patents. Certain of its software products are propnetary software, which we have
developed in-house and for which we have copyright protection.

Financial Information About Segments

Revenues from our various segments over the past three years were as fotlows:

For the Years Ended
December 31,
2007 2006 2005
(in thousands)

Animal Applications $ 43,825 b3 38,058 b 35972

GPS and Radio Communications 34,045 16,351 18,578
Healthcare 23,269 20,508 12,049
Security and Industrial 8,837 6,796 3,819
Advanced Technology 7,502 6,072 2,335
Corporate/ Eliminations {76) (356) (697)
Total ) 117,402 $ 87,429 $ 72,056

Refer to the segment information in Note 21 to our consolidated financial statements.

Seasonality

No significant portioﬁ of our business is considered to be seasonal; however, our Animal Applications, GPS and Radio Communications and
Advanced Technology segments’ revenue, while not considered to be seasonal, may vary significantly based on government procurement cycles and
technological development, and our Animal Applications segment’s revenucs and operating income can be affected by the timing of animal
reproduction cycles.

Employees

At February 29, 2008, we and our subsidiaries employed approximately 419 employees. Our Animal Applications production workforce is party to a
collective bargaining agreement which expires May 31, 2008.

Backlog

At February 29, 2008, we and our subsidiaries had a backlog of approximately $15.6 million compared 10 a backlog of $4.3 million at February 10,
2007. We expect the entire backlog at February 29, 2008 to be filled in 2008.
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Geographic Areas

We have operations and sales in various regions of the world. Additionally, we export and import to and from other countries. Our operations may,
therefore, be subject to volatility because of currency fluctuations, inflation and changes in political and economic conditions in these countries. Sales
and expenses are denominated in local currencies and may be affecied as currency fluctuations affect our product prices and operating costs or those
of our competitors. '

Currently, we operate in four geographic arcas: the U.S.. which comprises the majority of our operations, Canada, Europe and South America. Qur
Canadian operations consist of certain operatiens of VeriChip while our European and South America operations consist of certain operations of
DAC. The majority of our revenues and expenses in each geographic area were generated in the same currencies during the three-years ended
December 31, 2007, and accordingly, we did not incur any significant foreign currency gains or losses during those years.

Revenues are attributed to geographic arcas based on the location of the assets producing the revenue. Information concerning principal geographic
arcas as of and for the years ended December 31, was as follows {in thousands): :

- United South
States Canada *_Eurape America Total

2007
Net revenue 8 44,637 h) 32,030 % 39,591 b 1,144 s 1§7,402
Property and equipment, net 7,067 840 4,818 404 13,129
2006 : .
Net revenue $ 38.754 $ 27,188 $ 20,791 5 696 5 87.429
Property and equipment, net 6,246 824 4,242 220 11,532
2005 ‘ ]
Net revenue ] $ 33,920 $ 15,801 3 22,335 5 ' — £ 72,056
Property and cquipment, net 6,021 758 3,824 —_ 10,603

For a discussion of risks associated with our foreign operations, please see Item 1A. Risk Factors.
Discontinued Operations

During the three-months ended June 30, 2007, we made a decision to sell our majority-owned subsidiary, InfoTech, and during the three-months
ended September 30, 2007, we made a decision to sell our whelly-owned subsidiaries, Computer Equity and Perimeter. These decisions were made
as part of management’s strategy (o streamline its operations in order to focus more of its ¢fforts on the RFID and GPS and radio communication
markets. This action was also taken in anticipation of the merger with DAC and us effective December 28, 2007. In connection with our decision to
sell Computer Equity and our current estimate of its fair market value, we wrote down approximately $9.5 million of Computer Equity’s goodwill
during the year ended December 31, 2007, In addition, on July 2, 2007, DAC sold its subsidiary, OuterLink. As a result, InfoTech, Computer Equity,
Perimeter and OuterLink are now classified as discontinued operations for all periods presented in our financial statements. InfoTech operates on a
fiscal year ending September 30, InfoTech’s results of operations have been reflected in the unaudited condensed consolidated financial statements
and reflect their activities for the same periods presented in the financial statements. In addition, on March 1, 2001, our board of directors approved a
plan to sell or close Intellesale, Inc., one of our wholly-owned subsidiarics, and various other non-core businesses. Therefore, certain liabilities
associated with these sold or closed businesses were included in the net liabilities of discontinued operations as of December 31, 2006. During the
year ended December 31, 2007, we revetsed approximately $5.4 million of these liabilities, as the statute of Limitations related to these liabilities
expired in 2007. Thesc liabilities were not guaranteed by us and we dot intend to repay these liabilities. The $5.4 million is reflected as other income
in the results from discontinued operations.
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Sale of InfoTech’s Assets

Effective December 31, 2007, InfoTech sold all of its assets to Corporate Technologies, LLLC under the terms and subject to the conditions of an asset
purchase agreement, dated November 13, 2007. among [nfoTech, InfoTech’s wholly-owned subsidiaries InfoTech USA, Inc., a New Jersey
corporation and Information Technology Services, Inc., a New York corporation, and Corporate Technologies. Pursuant to the purchase agreement,
Corporate Technologies delivered $800,000 to InfoTech in cash, less a $25,000 holdback that will be paid upon receipt of certain tax clearance
letters. Corporate Technologies also delivered $200,000 to Wells Fargo Bank, National Association, as escrow agent, to be held in escrow. The
purchase agreement provides that this escrow amount shall be held in cscrow for a period of three months following the closing, during which time
incremental amounts not to cxceed $200,000 shall be paid to InfoTech based on certain rent reductions received . At the end of the three-month
cscrow period, any amount of the $200,000 escrow amount for which Infotech has not earned for failing to receive rent reductions shall be released to
Corporate Technologies with interest thereon. Pursuant to the terms of the purchase agreement, certain assets of InfoTech, including its cash,
accounts receivable and inventory and shares that it holds of our common stock, will be retained by InfoTech. InfoTech retained its cash at the time
of the-closing of the purchase agreement, the cash received from the collection of accounts receivable and the sale of inventory, and the net proceeds
from the sale, and will utilize these funds to seek (o acquire an operating business unrelated to its current business.

Per the terms of a Consent and Waiver to Asset Sale, dated December 17, 2007, obtained from Laurus, Kallina and certain of their affiliates, our
lenders, the Lenders consented to the transactions contemplated by the purchase agreement. However, the Consent and Waiver to Asset Sale will
ceasc to be effective if:

. InfoTech does not acquire an operating business unrelated 1o its current business within 180 days afier December 31, 2007 {the
“Transaction Date™) and [nfoTech is not liquidated and its assets arc not distributed to its stockholders within thirty days after the
Transaction Date:

. immediately following December 31, 2007, the financial statement of InfoTech are not substantially similar to the pro forma information
disclosed to the Lenders; and

. between December 31, 2007 and the Transaction Date, more than $200,000 is spent by InfoTech.

Each of our segment’s (loss) income from continuing operations before taxes, minority interest and gain (loss) attributable to capital transactions of
subsidiaries is presented below in “Management’s Discussion and Analysis of Financial Condition and Results of Operations” and cach of their
assets is presented in Note 21 to our consolidated financial statements.

ITEM 1A, RISK FACTORS

We have a history of operating losses and negative cash flows and we may not become profitable in the future, which could ultimately result in our
inability to continue operations in the normal course of business.

Histartcally, we have incurred losses and have not generated positive cash flows from operations. We incurred a consolidated loss from continuing
operations of $30.2 million, $18.5 million and $4.9 million in the ycars ended December 31, 2007, 2006 and 2005, respectively, and our consolidated
operating activities used cash of $12.1 million and $7.9 million during the years ended December 31, 2007 and 2006, respectively. We have incurred
losses from continuing operations in each of the three-years ended December 31, 2007 and our consolidated operating activities have used cash in
cach of the three-years ended December 31, 2007. As of Deceimber 31, 2007, we had an accumulated deficit of approximately $500.7 million. We
tave funded our operating cash requirements, as well as cur capital needs, with the proceeds from investing and/or financing activities.

Our ability in the future 1o achicve or sustain profiiability is based on a number of factors, many of which are beyond our control, including the future
demand for our RFID and GPS and satellite-based systems. If demand for such systems does not reach anticipated levels, or if we fail to manage our
cost structure, we may not achieve or be able to sustain profitability. We believe that we will be able to generate sufficient funds from operations and
through financing activities to operate our business over the twelve menths ending December 31, 2008. Our goal is to achieve profitability and to
gencraté positive cash flows from operations. Our capital requirements depend on a variety of factors, including but not limited to, the rate of
increase or decrease in our existing business base, the success, timing, and amount of investment required to bring new products on-line, revenue
growth or decline, and potential acquisitions, Failure to generate positive cash flow from operations and to obtain additional cash to fund our
operations will have a material adverse effect on our business, financial condition and results of operations. Our profitability and liquidity depend on
many factors, including the success of our marketing programs, the maintenance and reduction of expenses, the protection of our intellectual property
rights, our ability to successfully develop and bring to market our new products and technologies and our ability to obtain additional financing
through the sale of assets and businesses that we own, andfor the issuance of debt and/or equity. No assurance can be given that we will be successful
in achieving profitability and gencrating sufficient cash from financing activitics or from the sale of assets and non-core businesses. [f we are unable
10 generate sufficient cash flow from operations, financing efforts and the sate of assets and non-core businesses we may be unable to continue as a
£0ing concem.




Our stock price has reflected a preat deal of volatility, including a significant decrease over the past few years. The volatility may mean that, at
times, our stockholders may be unable to resell their shares at or above the price at which they acquirved them.

From January 1, 2004 to March 12, 2008, the price per share of our common stock has ranged from a high of $8.55 10 a low of $0.41. The price of
our common stock has been, and may continue to be, highly volatile and subject to wide fluctuations. The market value of our common stock has
declined in the past, in part, due to our operating performance. n the future, broad market and industry factors may decrease the market price of our
common stock, regardless of our actual operating performance. This is-even more of an issuc as we increase our focus on developing and marketing
new, unproven products for which there is considerable resistance, as a matter of privacy and other concerns. Declines in the market price of our
common stock could affect our access to capital, which may, in the future, impact our ability to continue as a going concern. In addition, declines in
the price of our common stock may harm employee morale and retention, curtail investment opportunities presented to us, and negatively impact
other aspects of our business. As a result of any such deelines, stockholders may be unable to resell their shares at or above the price at which they
acquired them.
If we fail to comtinue to meet all applicable Nasday Capital Market requrremems our stock could be delisted by the Nasdag Capital Market. If
delisting occurs, it would acversely affect the marker liquidity of our common stock and harm our businesses.
Our common stock is currently traded on the Nasdaq Capital Market under the symbel “DIGA." If we fail to meet any of the continucd listing
standards of the Nasdaq Capital Market, our common stock could be delisted from the Nasdaq Capital Market. These continued listing standards
inctude specifically enumerated criteria, such as:

. a $1.00 minimum closing bid price;

. shareholders’ equity of $2.5 million, market value of publicly-hcld shares of $35 million, or net income from continuing operations
of $500,000 in the most recently completed fiscal year or in two of the last three most recently completed fiscal years;

. 500,000 shares of publicly-held common stock with a market value of at least §1 million,
. 300 round-lot stockholders; and

. compliance with Nasdaq's corporate governance requirements, as well as additional or more stringent criteria that may be applied
in the exercise of Nasdaq's discretionary authority,

On December 6, 2007, we received a letter from the Nasdaq indicating that we are not in compliance with the Nasdaq's requircments for continued
listing because, for 30 consecutive business days, the bid price of our common stock closed below the minimum $1.00 per share price requirement
for continued inclusion under Nasdaq Marketplace Rule 4310(c)(4), or the Rule. In accordance with the Nasdaq Marketplace Rules, we wili be
provided 180 calendar days, or until June 2, 2008, to regain compliance with the Rule.
If, at any time beforc June 2, 2008, the bid price of our common stock closes at $1.00 per share or more for a minimum of 10 consccutlvc business
days, the Nasdag staff will provide us with written notification that we are in compliance with the Rule. However, if we do not regain compliance
with the Rule by June 2, 2008, the Nasdagq staff will determine whether we meet the Nasdaq Capital Market initial listing criteria set forth in
Marketplace Rule 4310(c), cxcept for the bid price requirement, and if we do, we will be granted an additional 180 calendar day compliance period.
Currently, except for the bid price requirement, we meet the Nasdaq Capital Market initial listing criteria set forth in Marketplace Rule 4310(c).
Since December 6, 2007, our common stock has traded below $1.00.
If we are not eligible for the additional cure period, Nasdaq will provide us with written notification lhat our common stock will be delisted. In such
case, we will have the right to appeal Nasdag’s delisting determination to a Listing Qualifications Panel. The 180-day curc period described above
relates exclusively to our minimum bid price deficiency. We may be delisted during the 180-day period for failure to maintain compliance with any
other continued listing requirements that occur during this period. Even if we are successful in curing a non-compliance, Nasdaq may seck to delist
us for our failure to meet enumerated conditions for continued listing.
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If our common stock is delisted from the Nasdaq Capital Market, trading of our common stock most likely will be conducted in the over-the-counter
market on an electronic bulletin board established for unlisted securities, such as the Pink Sheets or the OTC Bulletin Board. Such delisting could
also adversely affect our ability to obtain financing for the continuation of our operations and could result in the loss of confidence by investors,
suppliers and employces. '

The combined company may be unable to successfully integrate GT Acquisition Sub, Inc.’s operations or 1o realize the anticipated benefits of the
GTC Merger. As a resull, the value of our common stock may be adversely affected, '

We entered into the GTC Merger Agreement because we believe that the GTC Merger will be beneficial to us and our stockholders. Achieving the
anticipated synergies and growth opportunities from the merger will depend in part upon whether we are able to integrate the business of GT
Acquisition Sub, Inc. in an efficient and effective manner. We may not be able to accomplish this integration process smoothly or successfully. The
necessity of coordinating separate organizations, facilities and systems and addressing possible differences in corporate cultures and management
philosophies may increase the difficultics of integration. We operate numerous systems, including those involving accounting and finance, employee
benefits, payroll, management information, purchasing and regulatory compliance. The integration of certain operations following the merger will
require the dedication of significant management resources, which may distract management’s attention from our day-to-day business. We may not
be able 10 achieve the anticipated long-term strategic benefits of the merger. An inability to realize the full exient of) or any of, the anticipated
benefits of the merger, as well as any delays encountered in the integration process, could have an adverse effect on our business and results of
operations, which may affect the value of our shares of common stock after the completion of the merger.

We have effected or entered into {und will likely continue 1o effect or enter into) capital raising transactions, acquisitions, legal seltlements and
contracis for services that involve the issuance of shares of our common stock (or securities convertible into or exchangeable for such shares) and,
as a result, the value of our common stock may be further dilured.

We have effected and entered into (and will likely continue to effect and enter into) capital raising transactions, acquisilions, legal sctilements and
contracts for services that involve the issuance of shares of our common stock or securities convertible into or exchangeable for such shares. These
share issuances may be dilutive to the value of our common stock and may result in a decrease in the market price of our common stock.

We have issued and ouwtstanding a significant number of derivative securities (e.g.. options and warranis) and the conversion or exercise of such
securities may adversely affect the market price of our common stock.

As of March 12, 2008, there were outstanding warrants and options to acquire'up 29.1 million additional shares of our common stock, including 11.0
million DAC options and warrants that were converted into 15.4 options and warrants to acquire shares of our common stock in connection with the

Merger. We also had 0.6 million additional shares of our common stock available to be issued in the future under our Employee Stock Purchase Plan.

The exercise of outstanding options and warrants and the sale in the public market of the shares purchased upon exercise may have'a dilutive LffCCt
on our common stock and may result in a decrcase in the market price of our common stock.

We rely heavily on revenues derived ﬁ ‘om sales to various governmenmi agencies, and the loss of, or a significant reducnon in, orders fiom
governmem agencies conld result in significant losses and deficits in cash flows from operations.

Qur principal customers for electronic idcntiﬁcation devices for fish are Pacific States Marine, a government contractor that relies on funding from
the U.S. government, and the U.S. Army Corps of Engincers. Our GPS and Radio Communications segment is heavily dependent on contracts with
domestic government agencies and foreign governments, including'the United Kingdom, primarily relating to military applications. Because we rely
on revenues and cash flows generated from contracts, directly or indirectly, with governmental agencics, the loss of any such contract would result in
a decrease in revenues and cash flows, and such a decrease may be significant and thereby have a material adverse effect on our financial condition
and results of operations,

Our Animal Applications segment relies heavily on revenue from a principal distributor and two customers and the loss of the principal distributor
and customers could negatively affect our revenue, cash flows and results of operations.

Our pet identification and location system is marketed in the U.S. by Schering-Plough. For the year ended December 31, 2007, Schering-Plough
accounted for approximately 34% of our Animal Applications scgment’s revenues. It may be difficult and time-consuming for us to arrange for

distribution of the imptantable microchip by a third party. The loss of Schering-Plough as our exclusive distributor may negatively affect future sales.

Our contract with Schering-Plough expires on February 13, 2009 and may be rencwed for an additional one year term at Schering-Plough’s option.
There is no assurance that Schering-Plough will exercise the renewal option. Qur principal customers for electronic identification devices for fish are
Pacific States Marine and the U.S. Army Corps of Enginecrs. The loss of| or a significant reduction in, orders from these customers could have a
material adverse effect on our financial condition and results of operations.
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We depend on a small team of senior management and key employees, and we may have difficulty atiracting and retaining additional personnel.

Our future success will depend in large part upon the continued services and performance of senior management and other key personnel. If we lose
the services of any member of our senior management team, our overall operations could be materially and adversely affected. in addition, our future
success will depend on our ability to identify, attract, hire, train, retain and motivate other highly skilled technical, managerial, marketing, purchasing
and customer service personnel when they are needed. Competition for these individuals is intense. We cannot ensure that we will be able to
successfully attract, integrate or retain sufficiently qualified personnel when the need arises. Any failure to attract and retain the necessary technical,
managerial, marketing, purchasing and customer scrvice personnel could have a materiat adverse effect on our financial condition and results of
operations.

We and DAC have recently experienced numerous changes with respect to its senior management including changes of its chief executive officer and
its chief financial officer. Since DAC depends heavily on the skills of those persons holding senior management positions, the loss of any scnior
exccutive could materially adversely affect our financial results. These senior executives, in many cases, have strong relattonships with DAC's
customers and suppliers. Therefore, the loss of the services of such senior executives or any general instability in the composition of DAC’s senior
management could have a negative impact on its relationship with these customers and suppliers.

Over the past few years, we have made significant changes in the nature and scope of our businesses and we have expanded into different product
fines, including new, unproven technologies, . “

During the past few years. we have made significant changes in the nature and scope of our business operations and we have expanded into different
product lines, including new. unproven products such as VeriMed and Bio-Thermo, If we are not successful in implementing our business model and
developing and marketing these products or if these products do not gain sufficient market acceptance, we may not be able to achieve or sustain
profitable operattons. In that case, the market price of our stock would likely decrease.

Technological change conld cause our products and technology to become obsolete or require the redesign of our products, which could have a
material adverse effect on our businesses.

Technological changes within the industries in which we conduct business may require us to expend substantial resources in an effort to develop new
products and technology. We may not be able to anticipate or respond to technological changes in a timely manner, and our response may not result
in successful product development and timely product introductions. If we are unable to anticipate or respond to technological changes, our
businesses could be adversely affected. )
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We may be subject to cosily product liability claims from the use of our systems, which cowld damuage our reputation, impair the markeiability of our
svstems and force us to pav costs and damages that may not be covered by adequate insurance.

Manufacturing, marketing, selling, testing and operation of our systems entail a risk of product liability. We could be subject to product liability
claims in the event our systems fail to perform as intended. Even unsuccessful claims against us could result in the expenditure of funds in litigation,
the diversion of management time and resources, damage to our reputation and impairment in the marketability of our systems. While we maintain
liability insurance, it is possible that a successful claim could be made against us, that the amount of our insurance coverage would not be adequate to
cover the costs of defending against or paying such a claim, or that damages payable by us would harm our business.

Our majoritv-owned subsidiary, VeriChip, is endeavoring 1o create a market for its VeriMed svstem. VeriChip may never uchieve market acceptance
or significant sales of this system.

VeriChip has been in the process of endeavoring to create a market for its VeriMed system since the FDA cleared the VeriMed system for use for
patient identification and health information purposes in October 2004, Through December 31, 2007, VeriChip has generated less than $100
thousand in revenue from salcs of the microchip inserter kits, significantly less than it had projected at the beginning of 2006. VeriChip may never
achieve market acceptance or more than nominal or modest sales of this system.

VeriChip attributes the modest number of people who, through the date of this joint proxy statement/prospectus, have undergone the microchip
implant procedure to the following factors:

. Many people wheo fit the profile for which the VeriMed system was designed may not be willing to have a microchip implanted in
their upper right arm.

. Physicians may be reluctant to discuss the implant procedure with their patients until a greater number of hospital emergency
rooms have adopted the VeriMed system as part of their standard protocol.

. Physicians may be reluctant to discuss the implant procedure with their patients because of the costs to their patients.

. The media has from time to time reported, and may continue to report, on the VeriMed system in an unfavorable and, on occasion,
an inaccurate manner. For example, there have been articles published asserting, despite at least one study to the contrary, that the
implanted microchip is not magnetic resonance imaging, or MRI, compatible, There have also been articles published asserting,
despite numerous studies to the contrary, that the implanted microchip causes malignant tumor formatien in laboratory animals.

. Privacy concerns may influence individuals to refrain from undergoing the implant procedure or dissuade physicians from
recommending the VeriMed system to their patients. Misperceptions that a microchip-implanted person can be “tracked” and that
the microchip itself contains a person’s basic information, such as name, contact information, and personal health records, may
contribule to such concerns,

. Misperceptions and/or negative publicity may prompt legislative or administrative cfforts by politicians or groups opposed to the
development and use of human-implantable RFID microchips. [n 2006, a number of states introduced, and at least three states
(Wisconsin, California and North Dakota) enacted, legislation that would prohibit any requirement that an individual undergo a
microchip-implant procedure. While VeriChip supports all pending and enacted legislation that would preclude anything other than
voluntary implantation, legislative bodics or government agencies may determine to go further, and their actions may have the
effect, directly or indirectly, of delaying, limiting or preventing the use of human-implantable RFID microchips or the sale,
manufacture or use of RFID systems utilizing such microchips.

. At present, the cost of the microchip implant procedure is nol covered by Medicare, Medicaid or private health insurance.
. At present, no clinical studies to assess the impact of the VeriMed system on the quality of emergency department care have been
completed.

In light of these and perhaps other factors, it is difficult to predict whether the VeriMed system will achieve market acceptance, how widespread that
market acceptance will be, and the timing of such acceptance. Accordingly, VeriChip is uncertain as to whether it will generate the level of future
revenue and revenue growth it has forecast from salcs of the VeriMed system.
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We believe that sales of our implantable microchip, and the extent to which our VeriMed system achieves market acceptance, will depend, in part, on
the availability of insurance reimbursement from thivd-party payers, including federal and state governments under programs; such as Medicare and
Medicaid, and private insurance plans. Insurers may not determine to cover the cost of the implant procedure, or it may take a considerable period
of time for this to occur. .

We believe that sales of our implantable microchip, and the extent to which our VeriMed system achicves market acceptance, will depend, in part, on
the availability of insurance reimbursement from third-party payers, including federal and state government programs, such as Medicare and
Medicaid, private health insurers, managed care organizations and other healtheare providers. Both governmental and private third-party payers are
increasingly challenging the coverage and prices of medical products and services, and require proven cfficacy and cost effectiveness for
reimbursement. If patients undergoing the microchip implant procedure, or health institutions and doctors using the VeriMed system, are not able to.
obtain adequate reimbursement for the cost of using these products and services, they may forego or reduce their use. While we are in the process of
facilitating and, in one case, funding clinical studies that may demonstrate the efficacy of the VeriMed system, which we believe will make it more -
likely that government and private insurers will cover the cost of the microchip implant process, it may take a considerable period of time for this to
occur, if, in fact, it does occur. If government and private insurers do not determine to reimburse the cost of the implant process, we would not expect
to realize the anticipated level of future sales of our implantable microchip and the databasc subscription fees. .
Even if our VeriMed system achieves some level of market acceptance, the anticipated significant and growing recurrent revenue from microchip-
implanted persons subscribing to its database may not be realized.

VeriChip's business modcl envisions that its VeriMed system will achieve some level of penetration within its target market for such system: the
approximately 45 million at-risk people in the U.S. with cognitive impairment, chronic diseases and related conditions, or implanted medical devices.
The model also anticipates VeriChip deriving significant and growing recurrent revenue from subscriptions to its database by persons implanted with
its microchip. However, a persen implanted with the microchip may decide not to subscrbe to VeriChip's database if, for example; the hospital
emergency room where he or she would most likely be taken in an emergency maintains its own database. VeriChip does not currently anticipate that
a significant percentage of VeriMed-adopting hospitals and other healthcare facilities will choose to provide databases for this purpose. However,
future regulatory changes, such as in connection with the U.S. government’s efforts to address inefficiencies in the U.S. healthcare system related to
information technology, could spur hospitats and other healthcare facilities to establish systems to maintain electronic health records. This might
have the effect of reducing the number of people implanted with the microchip who might otherwise subscribe 1o VeriChip's database which could,
in turn, negatively affect the future revenue that VeriChip anticipates it will derive from the VeriMed system.

Initially, VeriChip anticipates that individuals implanted with its microchip will take responsibility for inputting all of their information into
VeriChip’s database, including personal health records, as physicians currently have little interest in being involved in this process — primarily
because of liability concerns and because they are generally not paid for this service. Over time, VeniChip envisions that persons implanted with its
microchip may prevail upon their physicians to assist them with the inputting of information for which, by virtue of their medical training, physicians
are better equipped to handle. If this does not occur, emergency room personne! and emergency medical technicians may lack confidence in the
accuracy and completeness of implanted persons’ personal health records in the database. This could negatively affect the revenue VeriChip
anticipates it will derive in the future from the VeriMed system.

If others assert that our products infringe their intellectual property rights, including rights to the patent covering our impluntable microchip for
human applications, we may be drawn into costly disputes and risk paying substantial damages or losing the right to sell our products.

We face the risk of adverse claims and litigation alleging our infringement of the intellectual property rights of others. If infringement claims are
brought against us or our suppliers these assertions could distract management and necessitate our expending potentially significant funds and
resources to defend or setile such claims. We cannot be certain that we will have the financial resources 1o defend ourselves against any patent or
other intellectual property litigation. If we or our suppliers are unsuccessful in any challenge to our n!,hts to market and sel! our products, we may.
amang other things, be required to:
. pay actual damages, royalties, lost profits and/or increased damages and the third party’s atlorneys’ fees, which may be substantial;
+ . cease the development, manufacture, use and/or sale of products that use the intellectual property in question through a court-
imposed sanction called an injunction; '
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. expend significant resources to modify or redesign our products, manufacturing processes or other technology so that it does not
infringe others’ intellectual property rights or to develop or acquire non-infringing technology, which may not be possible; or

. obtain licenses to the disputed rights, which could require us to pay substantial upfront fees and future royalty payments and may
not be available to us on acceptable terms, if at all, or to cease marketing the challenged products.

Ultimately, we could be prevented from selling a preduct or otherwise foreed to cease some aspect of our business operations as a result of any
intellectual property litigation. Even if we or our suppliers are successiul in defending an infringement claim, the expense, time dclay, and burden on
management of litigation and negative publicity could have a material adverse effect on our business.

VeriChip obtuins the r'mp!amabfe microchip used in its VeriMed and VeriTrace systems and DAC obtains the implantable microchip used in its
Animal Applications segment 's products from a single supplier, making us vulnerable to supply disruptions that could constrain our sales of such
systems and/or increase the per-unit cost of production of the microchip.

At present, DAC is VeriChip’s sole supplier of VeriChip’s implantable microchip under the terms of an agrecment VeriChip entered into with DAC
in December 2005. DAC, in turn, sources the microchip from Raytheon Microelectronics Espafia S.A., or RME, the actual manufacturer, under a
supply agreement between DAC and RME for use by VeriChip in its VeriMed and VeriTrace Systems and DAC in its Animal Applications
segment’s products. The term of that agreement expires on June 30, 2010, subject to earlier termination by either party if, among oOther things, the
other party breaches the agreement and does not remedy the breach within 30 days of receiving notice. DAC and RME cach own certain of the
autornated equipment and tooling used in the manufacture of the microchip. Accordingly, it would be difficult for DAC to arrange for a third party
other than RME to manufacture the implantable microchip if, for any reason, RME was unable to manufacture the implantable microchip or RME did
not-manufacture sufficient implantable microchips for DAC to satisfy its requirements. Even if DAC were able to arrange to have the implantable
microchip manufactured in another facility, we believe that making such arrangements and commencement of production could take at least three to
six months. A supply disruption of this length could cause customers to cancel orders, negatively affect future sales and damage the business
reputation of cach of DAC and VeriChip. In addition, the per-unit cost of production at another facility could be more than the price per unit that
DAC currently pays and that VeriChip currently pays to DAC,

VeriChip s sales of sysiems that incorporate its implantable microchip for human use may be enjoined by third parties who have rights to the
intellectual property used in these systems, and VeriChip may be requived to pay damages that would have an adverse ¢ffect on its business.

VeriChip may face a claim that it is violating the intcllectual property rights of one or more third parties with respect to U.S. Patent No. 5,211,129,
“Syringe-Implantable identification Transponders.” If such a claim is successful, VeriChip could be required to cease engaging in activities to market
its systems that utilize the implantable microchip and to pay damages, which may be substantial. VeriChip obtains the implantable microchip used in
VeriChip's VeriMed and VeriTrace systems from DAC, under the terms of a supply agreement. DAC, in turn, obtains the implantable microchip -
from RME, under a scparate supply agreement, The technology underlying VeriChip's VeriMed and VeriTrace systems is covered, in part, by U.S.
Patent No. 5,211,129. In 1994, Destron/ID}, Inc., a predecessor company to DAC, granted a co-exclusive license under this patent, other than for
certain specified fields of use retained by the predecessor company, to Hughes Aircraft Company, or Hughes, and its then wholly-owned subsidiary,
Hughes 1dentification Devices, or HID. The specified fields of use retained by the predecessor company do not include human identification and
security applications. The rights licensed in 1994 to Hughes and HID were freely assignable, and VeriChip does not know which party or partics
currently have these rights or whether these rights have been assigned, transferred or conveyed to any third party, VeriChip scurces the implantable
microchip indirectly from a subsidiary of Raytheon Company, with which Hughes, then known as HE Holdings, Inc., was merged in §1997. However,
VeriChip has no documentation that establishes its right to use the patented technology for human identification and security applications. Hughes,
HID, any of their respeclive successors in interest, or any party to whom any of the foregoing parties may have assigned its rights under the 1994
license agreement may commence a claim against VeriChip asserting that VeriChip is violating its rights. DAC and the successor to HID have
executed a cross-license which includes DAC obtaining a royalty free non-exclusive license to H1D's rights to the implantable human applications of
the U.S. Patent No: 5,211,129, for which it purports certain ownership rights to. DAC has, in turn, sublicensed those rights to VeriChip. If such a
claim is successful, sales of the VeriMed or VeriTrace systems could be enjoined, and VeriChip could be required to cease its efforts to create a
market for these systems until the patent expires in April 2008. In addition, VeriChip could be required to pay damages, which may be substantial.
Regardless of whether any claimant is successful, VeriChip would face the prospect of the expenditure of funds in litigation, the diversion of
management time and resources, damage to its reputation, and the potential impairment in the marketability of its systems even after the expiration of
the patent, which could harm its business and negatively affect its prospects.
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The expiration of patents in 2008 and 2009 covering the impluntable microchip technology used in our Animal Applications segment will expose us
to potential competition that may have a material adverse effect on its sales and results of operations.

We rely on patents covering the implantable microchip technotogy used by DAC in our Animal Applications segment and by VeriChip. For the years
ended December 31, 2007 and 2006, sales of Animal Applications’ products relying on this technology were $22.0 million and $13.8 million,
respectively. (VeriChip has not yet generated any significant revenue from sales of the implantable microchip.) These patents expire in 2008 and
2009. Without patent protection, our competitors may independently develop similar technology or duplicate our systems, Wh]Ch may have a material
adverse effect on our sales and results of operations,

Qur inability 10 safeguard our intellectual property mav adversely affect our business by causing us to lose a competitive advantage or by forcing us
io engage in costly and time-consuming litigation to defend or enforce our rights.

We rely on copyrnights, trademarks, trade secret protections, know-how and contractual safeguards to protect our non-patented intellectual property,
including our software technologies. Our employces, consultants and advisors are required to enter into confidentiality agreements that prohibit the
disclosure or use of our confidential information. We also have entered into confidentiality agreements to protect our confidential information
delivered to third partics for research and other purposes. There can be no assurance that we will be able to effectively enforce these agreements, the
confidential information will not be disclosed, others will not independently develop substantially equivalent confidential information and techniques
or otherwise gain access to our confidential information, or that we can meaningfully protect our confidential information. Costly and time-
consuming litigation could be necessary 1o enforce and determine the scope of our confidential information, and failure to maintain the
confidentiality of our confidentia! information could adversely affect our business by causing us 1o lose a competitive advantage maintained through
such confidential information. :

Disputes may arise in the future with respeet to the ownership of rights to any technology developed with third parties. These and other possible
disagreements could lead to delays in the collaborative research, development or commercialization of our systems, or could require or result in
costly and time-consumting litigation that may not be decided in our favor. Any such event could have a material adverse effect on our business,
financial condition and results of operations by delaying our ability to commercialize innovations or by dlvcmng our resources away from revenue-
generating projects.

DAC competes with other companies in the visual and electronic identification and pilot locator beacon markets, and the pmducts sold by our
compelitors wuld become more popular than its products or render its prodticts obsolete.

The markets for visual and clectronic identification and pilot locator beacon products are highly competitive. We believe that our principal
competitors in the visual identification market for livestock are AllFlex USA and Y-Tex Corporation, that its principal competitors in the electronic
identification market are AllFlex USA, Datamars SA and Avid Identification Systems, Inc., and that its principal competitors in the pilot locator
beacon market are Boeing North American Inc., General Dynamics Decision Systems, Tadiran Spectralink Ltd., Becker Avienic Systems, and ACR
Electronics, Inc.

In addition, other companies could enter this line of business in the future. Many of our competitors have substantially greater financial and other
resources than us. We may not be able to compete successfully with these competitors, and those competitors may develop or market technologies
and products that are more widely accepted than our or that would render our products obsolete or noncompetitive.

Infringement by third parties on our intellectual property or development of substantially equivalent proprrelaty technology by our competitors could
negatively affect our businesses.

I

Our success depends significantly on our ability to:
. maintain patent and trade secret protection;
. obtain future patents and licenses; and
. operate without infringing on the proprictary rights of third parties.

There can be no assurance that the measures we have taken to protect our intellectual property will prevent the misappropriation or circumvention of
our intellectual property. [n addition, there can be no assurance that any patent application, when filed, will result in an issued patent, or that our
existing patents, or any patents that may be issued in the future, will provide us with significant protection against competitors. Moreover, there can
be no assurance that any patents issued to or licensed by us will not be infringed upon or circumvented by others. Litigation to ¢stablish the validity
of patents and to assert infringement claims against others can be expensive and time-consuming, even if the outcome, which is often uncertain, is in
our favor, Infringement on our intellectual property or the development of substantially equivalent technelogy by our competitors could have a
material adverse effect on our business.
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Our efforts to protect our intellectual property may be less effective in some foreign countries where intellectual property rights are not as well
protected as in the U.S..

The laws of some foreign countries do not protectintellectual property to as great an extent as do the laws of the U.S.. Policing unauthorized use of
the intellectual property utilized in our systems and system components is difficuit, and there is a risk that our means of protecting our intellectual
property may prove inadequate in these countrics. Our competitors in these countries may independently develop similar technology or duplicate our
systems, which would likely reduce our sales in these countries. Furthermore, some of our patent rights may be limited in enforceability to the U.S.
or certain other select countries, which may limit our inteltectual property rights abroad.

VeriChip may not be successful in its efforts to obtain federal registration of its trademarks containing the “Veri” prefix with the U.S. Patent and
Trademark Office.

In June 2004, VeriSign, Inc., or VeriSign, filed oppositions with the U.S. Patent and Trademark Office, objecting to the registration of the VeriChip
trade name and trademarks that begin with the “Veri” prefix. We and VeriSign arc secking to amicably resolve the opposition proceeding. Settlement
negotiations are engoing; however, the proceeding is currently active, and we served further discovery to VeriSign on January 3, 2008 to obtain
information that will be relevant to any settlement. [n the event an amicable resolution is not reached and VeriSign is successful in the opposition
proccedings, our applications to register VeriChip and our other “Veri-" marks will be refused. It is also possible that VeriSign could bring a court
action secking to cnjoin VeriChip's use of VeriChip and the other “Veri-" marks and/or seck monetary damages from its use of these marks. If
VeriSign were to bring a court action and prevail in that action, VertChip may be required to re-name and re-brand some of its products, such as
VeriMed, VeriChip and VeriTrace. In addition, we and VeriChip could be required to pay damages to VeriSign for our prior use and VerlChlp 5
current usc of any trademarks found to have been confusingly similar to those of VeriSign.

Implantation of VeriChip's human implantable microchip may be found to cause risks to a person’s health, which could adversely affect sales of its
svstems that incorporate the implantable microchip.

The implantation of VeriChip’s implantable microchip may be found, or be perceived, to cause risks to a person’s health. Potential or perceived risks
include adverse tissue reactions, migration of the microchip and infection from implantation. There have been articles published asserting, despite
numerous studies to the contrary, that the implanted microchip causes malignant tumor formation in laboratory animals. As more people are
implanted with the implantable microchip, it is possible that these and other risks to health will manifest themselves. Actual or perceived risks to a
person’s health associated with the microchip implantation process could constrain VeriChi